
The findings 
us that the Go\ 

which have wnergctl from our investigation convince 
.crnment’s domestic intelligence policies and practices 

require funtlamcntal reform. We have attcmptrtl to set out the basic 
facts: now it is tinlr for (longi~rss to turn its attention to IegisI,ating 
restraints upon intelligence activities which may endanger the consti- 
tutional rights of Americans. 

The Conm~ittrr’s fundamental conclusion is that intelligence activ- 
ities hare untlermined the constitutional rights of citizens and that they 
have done so primarilp because checks and balances designed by the 
framers of the Constitution to assure accountability have not been 
applied. 

Before examining that conclusion, we make the following observa- 
tions. 

--While nearly all of our findiq focus on excesses and things 
that went wrong, we do not question the need for lawful domestic 
inteIIiprncc. We recognize that, certain intelligence activities serve 
perfectly proper anal clearly necessary ends of government. Surely, 
catching spies and stopping crime, including acts of terrorism, ‘is 
essential to insure “domestic tranquility” and to “provide for the 
common defense.” Therefore, the power of government to conduct 
p7*ope7’ domestic intelligence activities under effective restraints and 
controls must be preserved. 

-We are aware that the few earlier efforts to limit domestic intel- 
ligence activities have proven inef&ctual. This pattern reinforces the 
need for statutory restraints coupled with much more effective over- 
sight from all branches of the Government. 

-The crescendo of improper intelligence activity in the latter part 
of the 1960s and the early 1970s shows what we must watch out for: 
In time of crisis, the Government will exercise its power to concluct 
domestic inteIIi.gence activities to the fullest extent. The distinction 
between lqal dissent and criminal conduct is easilv forgotten. Our job 
is tn recommend means to help ensure that the disiinction will always 
be observed. 

-In an era where the technological capability of Government 
relentlessly increases. we must be. wary abollt the drift toward “big 
brother government.” The potential for abuse is awesome and re- 
quires special attention to fashioning restraints which not only cure 
past problems but anticipate and prevent the future misuse of 
technology. 

--We cannot dismiss n-hat we have found as isolated acts which 
were limited in time and confined to a few willful men. The failures 
to obey the law and. in the words of the oath of office. to “preserve, pro- 
tect, and defend” the Constitution, have occurred repeatedly through- 
out administrations of both political parties going back four decades. 

(289) 
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-We must acknox-ledge that the asaipnment which the C2orernment 
has given to the intelligence communit\- has. in many ways. been 
impossible to fulfill. Tt has been expected to predict or prevent every 
crisis. resl~on~l imniediatyly with information on an? qiicstion, act to 
meet all threats. and anticipate the special needs of Presidents. A\nd 
then it. is chastisetl for its zeal. Certainly, a fair assessment must plare 
a major part of the blame upon the failures of senior executive officials 
ant1 collplws. 

In the final analysis, hoverer. the purpose of this Committee’s work 
is not to allocate blame among individuals. Indeed. to focns on per- 
sonal culpability may divert attention from the underlying institn- 
tional causes and thus nia~ become an excuse for inaction. 

Before this investigation. domestic intelligence had never been 
systematically siwve\-etl. For the first time, the Gorernment’s domestic 
sur\-eillance programs. as they have developed over the past forty 
years, can be measured against the values which our Constitution 
seeks to preserve arid protwt. hsed iipo~i 0771’ full record, and the 
findings which we hare set fortll in Part TIT above. the Committee 
concludes that : 

Our findings and the detailed reports which supplement this rolullle 

set. forth a massire record of intelligence abuses over the years. 
Through a vast network of informants. and through the uncontrolled 
or illegal use of intrusive teclinicIi7es-raJigilig from simple theft t0 

sophisticated electronic surrrillance-the Go\-ernment has collected, 
and then used iniIn~operlr. huge aniounts of information about the 
private lives. political beliefs and associations of numerous Americans. 

Affect L’pow Comfitutiow/7 Rights.-That these abuses hare ad- 
versely affected the constitutional rights of particular Americnns is 
beyond question. nut we believe tlw IMJ-JJI cstends far beyond the citi- 
zens directly affected. 

Personal privacy is protected because it is essential to liberty and the 
pursuit of happiness. Our Constitution checks the power of Gorern- 
ment for the pqose of protecting the rights of individuals. in order 
that all our citizens may live in a free and decent society. T’nlike 
totalitarian states. we do not beliew that any go\-ernnient has a moJiop- 

ol\- 011 t rnt11. 

When Government, infringes those rights instead of nurturing. and 
protecting them. the injury sprea~ls far beyond the particular crtizrns 
targeted to untold numbers of other Americans who map be 
intimidated. 

Free gorernment depends 711’0~1 the ability of all its citizens to speak 
their JlliJlds Kitlloiit fcaJ. of official sanction. The ability of ordinary 
people to be heard by their Icntlcrs JJw~J~s that they must be free to 
join in groups in order nio~‘e tffrctivcly to express their grievances. 

Constit7rtior7:7l snfcg77:7Jds :~JT ncetlccl to protect the timid as well as 
the courageous, the weak as well as the strong. 1Yliilt niany -\mcricans 
hare been willmg to assert their beliefs in the face of possible govern- 
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mental reprisals, no citizen should hare to weigh his or her desire to 
esprrss an opinion, or join a group. a,, winst the risk of liar-ing la1vfnl 
speech or association used against him. 

Persons most intinlidatetl may well not be those at the extremes of 
the political spectrum, but rather those ne:irer the mitldle. Yet voices 
of moclcrntion are vital to balance public debate and al-oid polarization 
of our socirtv. 

The fede& gorernment has recently been looked to for answers to 
nearly every problenl. The result has been a vast centralization of 
power. Plwh power can be turned against the r&hts of the people. 
37aii~ of the restraints iniposed by the Constitiitlon were designed t’0 

guar’d a?ainst sncll 11s~ of power by tile gorcrnment. 
Since the end of World War IT . gowrnmentnl power has been in- 

creasingly escrcisrd through a proliferation of federal intelligence 
programs. The Vera size of this intelligence system. multiplies the 
ol~portnnities for misuse. 

Esposiire of the excesses of this huge structure has bcfn necessary. 
Americans are now aware of the capability and proven willingness of 
their Government to collect intelligence about their lawful activities 
and associations. What some siispectrcl and others feared has turned 
oiit to be largely true-vigorous expression of unpopiilar views. associ- 
ation with dissenting groups. participation in peaceful protest actiri- 
ties. liaw pi~o~oltcd both gorcrnmtnt surveillance and retaliation. 

Over twenty years ago. Supreme Court ,Justicr Robert dackcon. 
previously an -1ttornry G3ieral. warned against growth of a cent.ral- 
izetl power of inwstigation. Without clear limits, a frdcral investlga- 
til-e agency would “haw rnonpli on enough pcoplr" so that “even if 
it tlocs not rlwt to prosecute thrm ” the Go\-ernmrnt would. he wrote. 
still “find no opposition to its l,olicies”. Jackson added, “Even those 
who arr snl)l,osed to suprrrisr ~intrlliprnce agencirs] are likely to fear 
[them].” His adrice speaks directly to our responsibilities today : 

I belicw that the saf~gnnrd of our librrty lies in limiting any 
national police or investigative organization. first of all 
to a small numbrr of strictly fedrral offrnses. and secondly 
to nonpolitical onrs. Tllr fact that we may haw confidence 
in the administration of a fetlrral inrrstipa’tirc agency under 
its existing head does not mean that it may not revert again 
to the dars n-hrn the Department of ,Justice was headed by 
men to whom the investigative power n-as a weapon to be used 
for their own p~irposes.~ 

Fnilwc fo 9p7)7?/ PJlecfis cr?w? Rn7~~~cr,s.-Thr natural tendency of 
Government is toward abuse of power. Men entriistrd with power, 
even those aware of its dangers. tend. particularly when pressured, 
to slight librrty. 

Our constitutional svstrm guards against this tendency. It establishes 
many different checks npnn polyer. It is those wisp restraints which 
keep mrn frre. In the fieltl of intelligence those rrstraints havr too 
often been ignored. 
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The three main depnrtnrrs in the intelligence field from tile consti- 
tutional plan for cnntrnllin,g ab~iw of power have been : 

(II) l?mcssi7~ l?nwt~fiw POIWI-.-Tn a sms:c the ,yrnwth of domes- 
tic intelligence activities mirrnrcd the ,rrrnwth of presidential powc1 
generally. But more than any other activity. n10rc t\-rn than eserciw 
of thr war pn~er. intelligence activities have been left to the control 
of the l?secntire. 

For decades Conrrrrss and the cnnrts as n-cl1 ns the press and the 
public have accepted the notion that the control of intelligence actiri- 
ties was tllc rxcliisirc i2rero,~atirr of the Chief Esccntiw and his stir- 
ro,r”ates. The exrrciw of this pnvcr KCIS not cluestinned or cl-en inqnired 
into hr outsiders. Indeed. at times the poGr was seen as flowing not 
from the law. but as inherent in the Presidencv. Ihntcrer the throrr. 
the fact was that intclli,~encr activities were cssentinllr exempted from 
the normal srstem of ~~hccl~s and balances. 

Qwh Ewcntiro powr, not, founded in law or checked bv Congress 
or the courts, contained the seeds of abuse and its growth was to be 
t?xp,rctra. 

(71) Bwcssiw Srrwo~.-Abner thrires on secrccv. ObvinnslT, public 
disclncllrc of matters snrh as the names of intellikence awnts nr the 
technolngi~rnl details of collection methnrls is inapprnpriwtr. T3iit in 
the field of intelliwncc. secrcw has been extended to inhibit rcriew of 
the basic l>rn,yranis and prRcticestliemselres. 

Those within the Execntirr branch and the Congress who wmld 
exercise their responsibilities n-iwly must be flllk informed. The 
r\mcricnn public. as well. shnnlrl know c~noiigh about intelli,~enrr nctiv- 
ities to bn able to apply its pond scnsc to the imdcrl!-ing issncs of policy 
and morality. 

Knnwledpc is the kev to control. Sccrccy shnnlrl no 1n1qcr be al- 
inn-cd to shield the existence nf constitutional. lc~al and moral prnb- 
lcms from the scrutinv of all thrrc branches of gnvcrnmrnt or from 
the ~~mrricwn jwnplr thrmsclws. 

(c) A47~oi~n7~rc of the Z?117p of L;n7c~.-Tln~rlrssnrss hr Gnmrnmrnt 
hrcrds corrosive crnicism among thr prnplr and crndrs the trust upon 
which gnl-rmment. deprnds. 

Herr. thrre is no snrrreipn who stands abnrr thr law. Each of 11s. 
from prrsidents to thr most rlisadrantaped citizen. must obry the law. 

,\s intc~lligence operations dcl-elnj-wrl, hnwerer. rntinnnlixntions wrr 
fnshinned to immnnizc them from the restraints of the Bill of Rights 
and thr snecific prohibitions of the criminal cndr. The rxperience of 
our investi~ntinn lends iis to cnnclndr that such rationalizations nrc a 
dangerous drlnsinn. 

Althnng4~ our i~ecnmmrndatiniis 2i.c niimeiws and detililrrl. they flow 
nnturnllu from our basic conclusion. Escrssiw intrlligrnrr activity 
which ukdrrmines individnnl ri,&ts must encl. The systrm for cnn- 
trolling intelligrnre must be brnnght bark within the cnnstitiitional 
schrmr. 

Snmr of our prnj,nsnls nw stark and siiilple. R~cnnsc rrrtnin dnmrs- 
1:~ intc~lli~cncr nrtiritirs were clrarl\- wrnnr, thr nbviniis solution is to 
prohibit thrm nltnpcthcr. Thaw. M-C wnuld ban tactics slwh as thnsr nsrtl 
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in the FBI’s COTSTT3T,PRO. Put other activities present mow com- 
plcs problems. We see a clear need to safeguard the constitutional 
rights of speech, assembly, and privacy. ,it the same time? we do not 
want to prohibit or unduly restrict necessary and proper intelligence 
activity. 

In seeking to ncconnnoclatc those sometimes conflictins inter&s we 
have been guided by the earlier efforts of those who originally shaped 
our nation as a republic under law. 

The Constitutional amendments protecting speech and assembly and 
indiT-idunl pri\-acr seclc to prcscrve ~alncs at the core of our herltagc 
and vital to our fntnrr. The Bill of Rights, and the Supreme Court’s 
decisions interpreting it suggest thrtc principles which we hare fol- 
lowed : 

(1) Gowrnmcntwl action which directlr infrinpes the rights of 
free speech and association must be prohibited. The First Amend- 
inent rcrog-nizcs that even if ustful to a proper end. certain gorern- 
mrntal actions are simply too dangerous to permit at all. It. commands 
that ‘Yongrrss shall make 710 law” abridging freedom of speech or 
assembly. 

(2) The Supreme Court, in intrrprcting that command, has required 
that any go\-ernmcntal action which has a collateral (rather than 
rlirect) impact upon thr rights of speech and assembly is permissible 
onlr if it meets two tests. First. the action must be undertaken 0111y 
to fulfill a compellin, ~ v governmental need. and second, the govcrnment 
must use the least restrictive means to meet that need. The effect upon 
protected interests must be minimized.2 

(3) Procedural safeguards--“auxiliary precautions” as t.hey were 
characterized in the Federalist Papers 3-must. be adopted along with 
substantive restraints. For esamplr. while the Fourth Amendment 
prohibits only 5inreasona1~1e” searches and seizures. it requires a pro- 
cedural checlr for rrnsonnblcness-the obtaining of a judicial warrant 
upon probable cause from a neutral magistrate. Our proposed pro- 
cedural checks ranpe from indicial review of intelligence Iactivity 
before or aftrr the fact. to formal and high level Executive branch 
approval. to greater disclosure and more effective Congressional 
oversight. 

The Committee believes that its recommendations should be em- 
bodied in a comprchensiw lecislntire charter defining and control- 
ling the domestic. security activities of the Federal Government. AC- 
cortlingly, Psart i of the recommendations provides that intelligence 
agencies must be made subject to the rule of law. In addition, Part i 
nlaltes clear that no theory, of “inherent constitutional authority” 
or otherwise. can justify the violation of any statute. 

Starting from the conclusion, based upon our record, that the Con- 
stitnt.ion and our fundamental values require a substantial cnrtailmentj 

V.S. 539. 546 (1962) : &‘hrltw v. T?rrkcr. 364 U.S. 479,488 (1960). 
’ Madison, Federalist No. 51. Madison made the point with grace : 
“If men Two angels:. no government would he necessary. If angels were to 

govern men. neither external nor internal controls on government would he neces- 
sary. In framing a government. whirh is to he administered hy men over men. the 
great difficnlty lies in this: you must first enable the gnrernmrnt to control the 
governed; and in the next place oblige it to control itself. A dependence on the 
people is, no doubt, the primary control on the government ; hut experience has 
taught mankind the necessity of auxiliary precautions.” 
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of the scope of domestic surveillance, we deal after Part i with five 
basic questions : 

1. Which ap’ncics should conduct domestic security inresti,rrations? 
The FBI should be primarily responsible for such investigations. 

Vnder the minimization principle, and to facilitate the control of 
domestic intelligence operations, only one agencv should be involved 
in investigative activities which. even when limited as we propose, 
could give rise to abusr. Accordin@y, Part ii of these reconlmenda- 
tions reflects the Committee% position that foreign intelligence agen- 
cies (the CTAL XSA. and the military agencies) should be precluded 
from domestic security activity in the Vnited States. Moreover, they 
should only become involved in matters involving the rights of Amer- 
icans abroad where it is impractical to use the FBI, or where in the 
course of their lawful foreign intelligence operations 4 they inadrer- 
tently collect, information relevant to domestic security investigations. 
Tn Part iii the Committee rcconiniends that non-intelligence agcn- 
ties such as the Internal Revenue Service and the Post Office be re- 
qired, in the, course of any incidental involvement in domestic se- 
curity investigations, to protect the privacy which citizens expect. of 
first class mail and tax records entrusted to those agencies. 

2. When should an American be the subject of an investigation at 
all; and when can particularly intrusive covert techniques, such as 
electronic surveillance or informants, be used? 

In P’art iv. which deals with the FRI. the Committee’s recommen- 
dations seek to prevent, the excessively broad, ill-defined and open 
ended investijintions showi to have been conducted over the past four 
decades. We attempt to change the focus of investigations from con- 
stitutionally protected advocacy and association to dangerous con- 
duct. Part iv also sets forth specific. substantive standards for. and 
procedural controls on, particular intrusive techniques. 

3. Who should be accountable within the Executive branch for en- 
suring that intelligence apcncies comply with the law and for the 
investiration of alleged abuses bv employees of those agcncics? 

In Parts v and vi, the Committee recommends that these respon- 
sibilities fall initially upon the agency heads, their general counsel 
and inspectors general, but ultimately upon the Attorney General. 
The information necessary for control must be made available to those 
responsible for control, oversight and review; and their responsibili- 
ties must be made clear, formal. and fixed. 

4. V7hat is the appropriate role of the courts8 
Tn Part vii. the Conmlittce recomincnds tht enactment of a com- 

prehensive civil remedy providing the courts with jurisdiction to 
entertain legitimate complaints by citizens injured by unconstitutional 
or illegal activities of intclligcnce agencies. Part viii suggests that 
criminal penalties should attach in cases of gross abuse. In addition, 
Part iv prnvi~les for judicial warrants befot% certain intrusive tech- 
niques can be used. 

5. What is the appropriate role of Congress : 
In Part xii the, Comnrittee reiterates its position that the Senate 

create a permanent, intelligence oversight committee. 
The recommendations deal with nnmcrons other issues such as the 

proposed repeal or amendment of the Smith ,I&, the proposed mod- 

’ Directed primarily at foreigners abroad. 
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ernization of the Espionage Act, to cover modern forms of espionage 
srriouslv detrimental to the national interest. the use of the GA40 to 
assist C’ongrcssionnl ovcrsi.ght of the intelligence community, and rt- 
nlctlinl n~casurcs for l)a.+ \-lctims of inll)roper intclligcncf activity. 

~C~opc of h’croml72.cnc~nfiol,.~.-Tlle scope of our recommendations 
coincides \iTith the scolw of 0111‘ investigation. We examined the FI31, 
which has lwen rcspon~ible for most domestic security investigations. 
as well as foreign and military intclligcncc agencies. the IRS, and 
the Post Office, to the extent they became in\.olwd incidentally in 
domestic intelligence functions. While there are undoubtedly activi- 
ties of other agencies which might legitimately be addressed in these 
recommcndntiol~s. the Committee simple dicl not hare the time or re- 
sources to conduct a broader investigation. Furthermore, the mandate 
of Senate Resolution 21 required that the Committee exclude from 
the coverage of its recommendations those activities of the federal 
government which are directed at organized crime and narcotics. 

The Committee believes that American citizens should not 10~ 
their constitutional rights to be free from improper intrusion by their 
Gowrnment, when they trawl overseas. ,Qccordingly, the Committee 
proposes recommendations which apply to protect the rights of Amer- 
icans abroad as well as at home. 

1. ,4rti7*iti~s Porn-ed 
The Domestic Intelligence Recommendations pertain to : the domes- 

tic security activities of the federal government; 5 and any act.ivities 
of military or foreign intelljgence agencies which affect the rights of 
Americans F and any intelligence activities of any non-intelligence 
agency working in concert with intelligence agencies, which affect 
those rights. 

2. Activities Not Cowred 
The recommendations are not, designed to control federal investiga- 

tire activities directed at organized crime, narcotics, or other law en- 
forcement investigations unrelated to domestic security activities. 

3. Agmcies Co?-ered 
The agencies whose activities are specifically covered by the recom- 

mendati&s are : 

(i) the Federal Bureau of Investigation; (ii) the Central 
Intelligence Agency ; (iii) the Kat.ional Security Agency 
and other intelligence agencies of the Department, of De- 

’ “Domestic security activities” means federal gorernmental activities, di- 
rected ncrainst ,Ymericans or conducted within the United States or its territories, 
inclncling enforcement of the criminal lay intended to (a) protect the IJnited 
States from hostile foreign intelligence activity, including espionage ; (1)) pro- 
tect the federal, state, and local governments from domestic violence or rioting ; 
and (c) protect Americans and their government from terrorist activity. See 
Part xiii of the recommendations and conclusions for all the definitions used in 
the recommendations. 

’ “Americans” means U.S. citizens, resident aliens and unincorporated asso- 
ciations, composed primarily of U.S. citizens or resident aliens; and corpora- 
tions. incornorated or having their nrincinal nlace of business in the TJnited 
Stat& or having. majority o&ership ily U.S. citizens, or resident aliens, includ- 
ing foreign subsidiaries of such corporations, provided, however, Americans does 
not include corporations directed by foreign governments or organizations. 
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fense; (iv) the Internal Revenue Service: and (v) the I-nited 
States Postal Service. 

TT’hile it might be approprisate to provide siniilar detailed trratmcnt 
to the activities of other agencies. sllch as the Sccrct Service. Customs 
8ervice. and Alcohol, Tobacco. and Firearms T)i\-Lion (Treasury 
Department), the Committee did not study these agencies intensively. 
.4 permanent oversight comniit’tec should in\-rstigate and stud\- the 
intcllipcncr functions of those agencies’and the effect of their actlr-ities 
on the rights of Americans. 

4. Indiwct P~~ohibitionn 
Except, as specifically pro\-ided herein, these Reconllnrndatiolls are 

intended to prohibit an\- agency from doing indirectly that which it 
n-onld bn prohibited front doing dircctl>-. Specifically, no agency COV- 
erctl by these Recollllllelldntiolls should request or mduce an: other 
agency. or laiiv person. whether the agency or person is Amcrlcan or 
foreign, to en-gage in any activitv which the requesting or inducing 
agency is prohibited from doing i&elf. 

5. Indi7*iclun7.s rind Groups A’ot Covered 
Xscept, as spccificallv provided hrrein, these Recommendations do 

not apply to investigation of foreigners i who are oficels or employees 
of a forGign power, or foreigners who? pursnant to the direction of 
a foreign pan-er, are engaged in or about to engage in %ostilt foreign 
intelligence a&&y” or “terrorist activity”.8 

6. Gcogmphic scope 
Theso Recommelldatiolls apply to intelligence actirities which af- 

fe.ct, the r$hts of ,1mericans \I-hether ‘at home or abroad, including 
all domcst lc security ‘activities within the TTnited Sltatrs. 

7. LegkZatiw E~znctmwt of Recomme~zdations 
Most of these Recomnlendatiolls are designed to be implemented in 

the form of lcgisla~tion and others in the forni of regulations pursuant 
to statute. (Rt~conllllentlations 85 and 90 are not proposetl to be impje- 
mented by statute. 

(7. r~:rcom nmrt7rrtiom 
Pursuant to the requirements of Senate Resolution 21. these recom- 

mendations set forth the new congressional legislation [the Commit- 
tee] tlecnls necessary to ‘%afrguard the rights of -1nierican citizens.” 9 
We bcliew these rccollllrlendatiolls are the ~appropriate conclusion to 
a traumatic year of disclosures of abuses. We hope they will prevent 
such abuses ii1 the future. 

i. Intelligence Agencies Are Subject to the Ru7e of Law 
E.s+ablishin,n a legal frnmcn-ark for agencies engaged in domestic 

security investigation is the most fundanlcnt~al reform needed to end 
the long history of violating ant1 ignoring the law s& forth in Finding 
A. The legal framework can be created by a two-stage process of 
enabling legislation and ,atlnlinistratire regulations promulgated to 
implement the legislation. 

’ “Foreigners” means persons and organizations who are not Americans as de- 
fined abore. 

’ These terms. which corer ‘the tn-o areas in which the Commilttee recommends 
authorizing prerentire intelligence investigations, are defined on pp. 340-341. 

8S.Res.21,Sec.5;?(12). 
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Hoverer, the Committee proposes that the Congress, in developing 
this mix of legislative and administrative cha.rters, make clear to the 
Rsecutivo branch that it n-ill not condone, and does not accept., any 

theory of inherent or implied authority to violate the Constitution, 
the proposed new chtarters, or any other stsatutes. We do not believe the 
Executive has, or should hlave, the inherent constitutional authority 
to violate the l,aw or infringe the legal rights of Americans, whether 
it be a, warrantle,ss break-in into the ,home or office of an American, 
warrantless electronic surveillance, or ‘a President,? authorization to 
the FRI to create a massive domestic security program based upon 
secret oral directives. Certainlv7 there would be no such authority after 
Congress has, as we propose iIt. should, covered the field by enactment 
of a comprehensive legislative charter.‘O Therefore statutes enacted 
pursuant to these recommendations should provide the exclusive legal 
authority for domestic security activities. 

Xecommendation I.--There is no inherent constitutional authority 
for the Presidenk or any intelligence agency to viol,ate the law. 

Recomm.endation, .Z.-It is the intent of t.he Committee that statutes 
implementing these recommendations provide the exclusive legal 
authority for federal domestic security activities. 

(n) No intelligence agency ma,y engage in such lart.ivities unless 
anthorizecl by statute, nor may it, permit its employees. informants, or 
other covert human sources l1 to engage in such act’ivit.ies on its beh’alf. 

(6) No executive directive or order may be issued which would 
conflict v&h such statutes. 

Recommendation 3.-In authorizing intelligence agencies to engage 
in certain activities, it is not intended that, such aut,hority empower 
agencies: their informants, or covert human sources to violat.e, any pro- 
hibition enacted pursulant to these Recomendat,ions or cont.ained m the 
Const.itutzion or in any other Ijaw. 

ii. C&ted Staies Foreign ami i!liliitar?/ dgen.cies Shouki Be 
Preduded from Domestic Secu.rity Act6~itks 

Part iv of these RecommendaGons centralizes domestic security in- 
vestigations mit,hin the FBI. Past abuses also make it necessary that 
the Central Intelligence Agency, the Xa’tional Security Agency, the 
Defense Intelligence Agency, and the military departments be pre- 
c,luded expressly? except. as specifically. provided herein, from investi- 
gat,ivr activity which is conducted within the United States. Their 
act.ivities abroad should also be controlled as provided herein to mini- 
mize their impa& on the rights of Americans. 

a. CPntrd Intelligence Agency 
The CT*4 is responsible for foreign intelligence and counterintelli- 

gence. These recommendations mnnmize the impad of CIA opera- 
tions on Americans. They do not affect, CTA investigations of foreign- 
ers outside of the United States. The main thrust is to prohibit pa& 
a&ions revealed as excessive. and to transfer to the FBI otller ac’tivi- 
ties which might involve the CIA in internal security or law enforce- 

” See, c.g., Youngstow?L Sheet and Tube Company v. Snzcuer, 343 C.S. 579 
( 10.5” ) 

I1 “Corert human s011rces” means undercover agents or inforrilants who are 
paid or otherwise controlled by an agency. 
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ment matters. Those~ limited activities which the CL1 retains are 
placed under tighter controls. 

The Committee’s rccommenrlatio~~s on CTA domestic. ‘activities are 
similar ‘to Execnti~e Order 11905. They go beyond the Executive 
Order. however. in that they recommend that the main safegnarcls be 
mado law. And. in addition. the Committee proposes tighter standards 
to preclude rcpctition of some past abuses. 

General P~*ovisions 

The first two Recommendatiol~s pertaining to the. CT,1 provide the 
context, for more specific proposals. In Recommendation 4. the Coin- 
mitten endorses the prohibitions of the 1947 Act upon esercise by the 
CT,1 of subpoena. police or law enforcenlent powers or internal secu- 
rity functions. The Committee intelIds that Congress supplement, 
rather than supplai$t or derogate from the more general re&rictions 
of t.he 1947 Act. 

Recommendation 5 clarifies the role of the Director of Cent.ral In- 
telligence in t.he protection of intelligence sources and methods. He 
should be charged with “coordinating” the protection of sources and 
met.hods-that. is, the development of procedures for the protect?on of 
so~wces and methods.12 (P rima.ry responsibility for investigations of 
sew&y leaks should reside in the FRI.) Recommendation 5 alsomakes 
clear that the Director’s responsibilit,y for protwting sources and 
met,hods does not permit, violations of Ian-. The effect of the new Ex- 
ecutive Order is substantially t,he same as Recommend&ion 5. 

Recom.mendu.tion, &To supplement the prohibitions in the 1947 Na- 
tional Security Act against. the CIA e.xercisin.g “police: subpoena, law 
enforcement powers or internal securit.y func,tlons?” the CIA should be 
prohibited from conducting clomestic security act.ioities within 
the Thited States. 
recommendations. 

except as specific.ally permitted by these 

Zi’ecommrndafio~~ S-The Director of Central Intelligence shonld be 
made responsible for “coordinat~ing” t.he. protect,ion of sources and 
methods of the intelligence. community. As head of t.he CIA. the Di- 
rector should also be responsible in the first instance for the security 
of CIA fac.ilities, personne.1. operations, and information. Seither func- 
tion. however, authorizes the Director of Ccnt,ral Intelligence to violate 
:!ny federal or state law. or to take, any action which is otherwise incon- 
sistent with statutes implementing these. recommendNations. 

CIA Activities Within tJ[p hifed Xtates 

1. Tl’irctapping, Xai7 O?>enj?2q and C’nauthoyizd Eufl.y.-The Corn- 
mittee’s recommendations on CIA domestic. activities apply primarily 
to actions directed at Americans. However. in Recommendation 6 t&z 
Committee recommends that the most intrusive and dangerons investi- 

u AR noted in the Report on CHAOS, former Directors hare had differing inter- 
pretations of the l~lillld~te of the 1947 dct to the Director of Central Tntelligenw 
to protect intelligmcr sources and methods. The Committee ngrees with former 
Director Willinm Golly that the 1947 ,2ct only authorizes the Ilirector to per- 
form n “coordinnting” and not an “operational” role. 
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pative techniques (electronic surveillance ; I3 mail opening; or unau- 
t.horized entry 14) should be used in the I-nited States only by the FBI 
and only pursuant to the judici’al warrant procedures described in 
Recommendations 53, 54 and 55. 

This approach is similar to the I3xecutiv-e order except that the 
Order permi’ts the CIA to open mail in the United States pursuant to 
applical~le statutes and regulations (i.e.?, with a warrant). The Com- 
mittee’s recommendations (see Parts 111 and i\-), places all three 
techniques-mail opening, electronic surveillance and unauthorized 
entry-under judicial warrant procedures and cent.ralizes their use 
witkn the FBI under Attorney General supervision. The Committee 
sees no justification for distinguishing among these techniques, all of 

-&ich represent an exercise of domestic police pen-ers I5 which IS inap- 
propriate for a U.S. foreign intelligence agency within the 1Jnite.d 
States and whkh inherently involve special dangers to civil liberties 
and personal privacy. 

2. Other Covert Z'echnipues.-The use of other covert techniques16 
by the CIA within cthe United States is sharply restricted by Recom- 
mentlation 7 to specific situations. 

The Committee would permit. the CIA to condnc’t. physical surveil- 
lance of persons on the premises of its own installat.ions and facilities. 
Outside of its premises, the Committee would permit the CIA to con- 
duet limited physical surveillance and confident.ial inquiries of its own 
employees Ii as part of a preliminary w.2urit.y investigation. 

“The activity complett4y prohibited to CIA includes only the interception of 
communications restricted under the 1968 Safe Streets Act, and would not limit 
the 71~ of body recorders, or telephone taps or other electronic surveillance where 
one partr to the communic&ion has given his consent. For example, electronic 
coverage of a case officer’s meeting with his agent would not be included. The 
prohibition also is not intended to cover the testing of equipment in the United 
States, when done with the written approval of the Attorney General and under 
procedures he has approved to minimize interception of private communications 
nnd to prer-ent improper dissemination or use of the communications which are 
unavoidably intercepted in the testing process. Sor does the prohibition preclude 
the use of countermeasures to detect electronic surveillance mounted against. the 
CIA, when conducted under general procedures and safeguards approved in 
writing by the CIA General Counsel. 

I4 “ITnauthorized entry” means entrv unauthorized by the target. 
*‘As part of the CIA’s responsibility for its own security, however, appro- 

nriate nersonnel should be nermitted to carrv firearms within the United 
States not only for courier protection of documents, but also to protect the 
Director and Deputy Director and defectors and to guard CIA installations. 

I8 “Covert techniques” means the collection of -information including col- 
Iection from records sources not readily available to a private person (except 
state or loral law enforcement files) in such a manner as not to be detected 
br the subject. Covert techniques do not include a check of CIA or other 
federal agency or state and local police records, or a check of credit bureaus 
for the limited purpose of obtaining non-financial biographical data, i.e.. date 
and place of birth, to facilitate such name checks. and the subject’s place of 
emplnSment. Snr do “covert techniques” include interviews with persons knowl- 
edgeable about the subject conducted on a confidential basis to avoid disclosure 
of the inquiry to others or to the subject. if he is not vet aware of CIA in- 
terest in h $rospective relationship, piorided the intert:iew does not involve 
the provision of information from medical, financial, educational, phone or 
other confidential records. 

17For purposes ,of Yhis section emnlovees includes those emnlorees or con- 
tractors who wnrk regularly at CIA facilities and have cnmpa&~& access or 
freedom of movement art CIA facilities as employees of CIA. 
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,iltllo@l the Coniinittee g~i~cr;~ll~ &ntrwlixes sncll in\-estigations 
yitllill the FBI, it n-011ld be too burdellS01llC to require th Ihrenn 
to il~\-estignt(~ e\-erv alleptioll tllat an clllplO~W ll:lS 1K~K5Oll:ll cliffi- 
clllties. \vllicll could lilalie liinl :I security risk, or allcgatiolls of SIIS- 
picions Iwha\-ioi sngystinp the disclosure of inforniatioll. 1icfOlT 

ill,-ol\-ing the FIST. tlw (‘II1 coultl contlwt a prelin~ina.ry inquiry. 
Tvllicll usnall\- consists of notllillg more than inter\-iewi xltll tllC Sllb- 

ject.5 o&r (~ollcag,~es, or his family. nci$bors or associates, and 
l)erll:~l)s confroiitation of the subject himself. Iii soiiie situations. 
however. liiuitcd 1)liysical surveillance might enable the (‘I&Y t0 K- 

sol\-c the allegation or to cleterniine that there was a serious security 
hreacll involred. 

1~nlike the TXsecntire Order, however, the Committee recommenda- 
tions limit this authority to 1)rescnt CIA employees who are subject 
to summary dismissal. The only remkdg available to the Government 
for secnritv problems with past employees is criminal prosecution 
or other le”gn1 action. -ill security leak investigations for proposed 
criminal prosecution should be centralizecl in the FBI. Authorizing 
the use of any covert technique against contractors and their em- 
ployees. let alone former eml)loyees of CIA contractors. as the Exec- 
nt,ive Order does, would authorize. CIA surveillance of too large a 
nnml)er of A\nlericnns. The CIA4 can withdraw security clearances 
until satisfied by the contractor that a security risk has been remedied 
and, in serious cases. any investigations conld be handled by the 
FBI. 

The recommendation on the use of covert techniques within the 
Thited States also precludes the use of covert human sources such 
as iuidercorer agents and inforniants.lR with one exception csprewly 
stated to be limited to “exceptional” cases. The Committee would 
autllorize tile CT.-\ to place an n,yent in a domestic grollp, but only for 
the ~III*~OS~ of cstablishin,rr crctlible cover to be used in a foreip intelli- 
pence mission abroad and only when the Director of Central Intelli- 
gence fill& it to be “essential” to collection of information “vital” to the 
I-nited States and the -1ttornev General finds that the operation will be 
conducted under procedllres dckigncd to prevent misuse.1g 

Apart from this limited exception. the CT.-\ could not infiltrate 
gl~o1llE within the I-nited States for yiy piiiyose, including. as was 
clolw in the past, the pnrported protectlon of intelligence sources ‘aand 
nlethods or the ge~lcrnl secnritT of the CIA’s facilities and personnel. 
(The. Esecntive~ Order prohibits infiltration of groups within the 
T-nitetl States “for p~lrposes of reporting on or inflnencing its activi- 
ties or members,” bnt does not explicitly prohibit infiltration to pro- 
tect. intelligence S~IIITCS and nletllods Or the physical security of the 
agency.) 

I8 Recommendation 7 (c) does permit background and other security inresti- 
gations conducted with government credentials n-hich do not rweal CT.4 in- 
volvement and. in extremely 3ensitire cases commrrcial or other private identi- 
ficatinn to avoid disclosure of any government connection. 

It would also permit CIA investigators to check the effectiveness of corer 
operations. without revealing their affiliation. hy means of inquiries at the 
ricinit,v of pnrticiilar1.r sensitive CIA projects. If in the cnurse of such in- 
quirieq. unidentified CIA employees or contractors’ employees are ohserred to 
be endangering the project’s cover, they may be the subject of limited physical 
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3. Co77ecfion o,f Inform,nfion.--In addition to limiting the 77~ of 
particular Covert techniques, the Conm1ktee limits. in Rccon1n1enda- 
tion 8. the sit77ntions in whicl1 tl1r CTA may intentionally. collect. 11;v 
any means. information within the United States conccrnmg ilmerl- 
cans. The recommendation permits tl1e CL1 to collect information 
n-ithin the United States about Americans onlv with ‘respect to per- 
sons wo1~l~inp for the CL\ or liaving soi1ic other significant affiliation or 
contact with CIA. The CIA should not be in tlw b77sincss of inr-estigat- 
i’fg .~n1rricai1s as intellige11ce or coniite7~i~1telligence t~argets within the 
I nitctl States-a responsibility wliicli sl1071ltl be centralized in the 
FBI anti lx9-formc7l only under tlie circumstances l1ropose.d as lawful 
in Part iv. 

The Esccntiw Order only restricts CIA collection of information 
about ,~nicricans if the information concerns “the domestic activifies 
of United States citizens.” Unlike the Committee, the Order does not 
restrict CL% collection of information about. foreign travel or wholly 
law-f711 international contacts and commu71ication of Americans. AS 

tl1e Committee has learned from its study of the CIh’s CHAOS opera- 
tion. in the. process of gathering informat.ion about the international 
travel and contacts of Americans, the CIA acquired within the United 
States a great deal of additional information~about the donlestic activi- 
ties of Americans. 

The Executive Order also permits collection within the United 
States of information about the domestic activities of Americans in 
several ot,her instances not permitted under the Committee recom- 
mendations : 

(cl.) Collection of “foreign intelligence or connterintelligence” about 
the domestic activity of conm1ercial organizations. (The Committee’s 
restrictions on tlie collw.tion of information apply to investigations of 
organizations as well as individuals.) ; 

(6) Collection of information concerning the identity of persons 
in contact with CIA employees or with fore$prs who are subjects of 
a co77i1terii1trllig.rciice inquiry. (Within the I’nited States, the Commit- 

surveillance at that time for the sole purpose of ascertaining their identity so 
that they may be subsequently contacted. 

Is Such action poses serious danger of misuse. The preparation may in- 
volve the agent reporting on his associates so that the CIA ran assess his creden- 
tials and his observation and reporting ability. This could become an oppor- 
tunity to collect domestic intelligence on the infiltrated group even vvhen an 
investigation of that group could not otherwise be commenced under the 
applic~able standards. Obviously, without restrictions the intelligence Icorn- 
munitv could use this technique to conduct domestic spying, arguing that the 
agents were not being “targeted” against the group but were merely preparing 
for an overseas operation. 

This was done, for example, in the use hy Operation CHAOS of agents being 
provided with radical credentials for use in “Project 2,” a foreign intelligence 
operation abroad. (See the CHAOS Report and the Rockefeller Commission 
Report.) 

One alternative would be to let the FBI handle the agent while he is pre- 
paring for overseas assignment. On balance, hovvever, that seems less desir- 
able. The temptation to use the agent to collect domestic intelligence might be 
stronger for the agency with domestic security responsibilities-than it ‘&ould 
for the area division of the CIA concerned with foreign intelligence. Also, im- 
proper use of the agent to collect such information would be mnre readily 
identifiable in the context of the foreign intelligence operation run by the CIA 
than it would in the context of an agent operation run by the Intelligence Division 
of the FBI. 
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tee would require any investigations to collect such information to be 
conducted by the FBT, n?lcl only if authorized under Part iv, and sub- 
ject to its procednral controls.).; 

(c) Collection of “foreign Intelligence” from R cooperating source 
within the Iynited States about the domestic activities of Americans. 

’ “Foreign intelligence.‘, is an exceedingly broatl and rayic standard. 
The use of such a standard raises the prospect of another Project 
CHAIOS. (The Committee vould prohibit such collection by the CIA 
within the United States, except with respect to persons presently or 
proswctivrl\- affiliatrcl with CT-L) : 

(4) Collection of information about Americans “rrnsonnbly be- 
lieved” to be acting on Iwhalf of n foreign looms’ or cnFa,rring in inter- 
national terrorist or narcotic activities. (Thp Committee would IV 
r(uire investigations to collect such information n-ithin the TTnited 
States. to be conducted by the FBI. and onl,~- if authorized under 
Part iv.) : 

(r) Collection of information concerning persons considered by the 
CIA to pose a clear threat to intelligence agency ftlrilities or person- 
nel, provided such information is retained only by the “threatened” 
agenyv and that proper coordination is estal~lisl~ed with the FBI. 
(This was the Iwsis for the Office of Secllrity’s RI;‘,STSTL2SCE Iwo- 
gram inrestigating dissent throughout the countru.) (The Committee 
wonld require any such “threat” collection ontsi’dc the CIA be con- 
ducted by the FBI, crnrl only if authorized by Part iv, or by local law 
enforcement.) 

Recommcndcrtion G.--The CIA shollld not conduct electronic snr- 
I-eillancc. unauthorized entry. or mail opening lrithin the United 
States for any purpose. 

Rccommpndrrtion 7.-The CIA sl1onld not employ phvsical snrveil- 
lance. infiltration of proiips or any other covert, techniques against 
Americans IT-ithin the T’nitcd States except.: 

(n) Physical surveillance. of persons on the gronnds of CL% in- 
stallations : 

(6) Physical surveillance during a preliminarv investigation of 
allegations an rm~~lo~~ is n sccnritv risk for H limited period outside 
of CIA installations. Such sllrreillance should be conducted only 
upon written authorization of the Director of Central Intelligence and 
shonl(1 be limited to the wtbiect of the inr-estirntion and, onlv to the 
extent necessary to idcntifF them. to persons with whom the siiljject has 
contact; 

(c) Confidential inquiries. during n preliminarv investigation of 
allegations an emplover is n secnritp risk. of outside sonrces concern- 
ing medical or fin:ln&nl information about the subject which is rele- 
vant to those allegations; ls’ 

(d) The use of identification which does not reveal CTA or govern- 
ment &iliation. in backgronnd and other security inrestigations per- 
mitted the CT.1 by these recolnmmrlntioils. and the conduct of checks. 
which do not reveal CIA1 or gorcrmnent affilintion for the purpose of 
judging the cffectimness of cover onerations, upon the written nn- 
thorization of the Director of Central Intelligence; 

“a Any further inrentigntions condncted in connection n-ith (b) or Cc) should 
be conducted by the FBI. and only if authorized by Part iv. 
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(p) In exceptional cases, the placement or recruitment of agents 
\vitIiin an un\vitting tloincstic group solely for the purpose of prepnr- 
ing thcnl for assignments abroad and only for as long as is ncccssnry to 
acconlplish that purpose. This should take place onlv if the Director of 
Central Intelligence makes a written tinding that’ it is essential for 
foreign intelligence collection of vital importance to the T’nited States, 
and the Attorney General makrs a written finding that the operation 
will be conducted under procedures dcsigncd to prrrent misuse of the 
undisclosed participation or of any information obtained tIierefr0m.20 
In the case of any such a&ion, no infornlation received by CL4 from 
the agent as a result of his position in the group should be disseminn- 
ted outside the CIA4 unless it indicates felonious criminal conduct, or 
threat of death or serious bodily harm. in which case dissemination 
should be permitted to an appropriate official agency if approved by 
the ,4ttornev General. 

Xcco,,,Ine’,,dntion, 8.-The CT,4 should not collect 21 information 
within the T-nited States concerning ,-\nirricans except : 

(n) Information c.oncerning CL4 emnIovees.** CL4 contractors and 
their’ employees, or applicang for such employment or contracting; 

(6) Informat ion concerning individuals or organizations provid- 
in&, or offering to provide,a as&tance to the CIA ; - 

(c) Information concerning individuals or organizations being con- 
sidered by the CL4 as potent,inI sources of information or assistance ;” 

(d) Visitors to CIA facilities ;% 
(e) Persons otherwise in the immediate vicinity of sensitive CIA 

sites ;28 or 

tie? ’ 
ersons who give their informed written consent to such collec- 

In (a), (b) and (c) above, information should be collected only if 
necessary for t.he purpose of determining t.he person’s fitness for em- 
ployment, contracting or assistance. If, in the course of such collec- 
tion, information is obta.ined which indicates criminal activity, it 
should be transmitted to the FRI or ot,her appropriate agency. When 
an American’s relationship with the CL4 is prospective, information 
should only be collected if there is a bona fide espec.tat.ion the person 
might be used by the CIA. 

a In addition, the FM should be notified of such insertions. 
‘l “Collect” means to gather or initiate the acquisition of information, or to 

request it from another agency. It does not include dissemination of information 
to CIA by another agency acting on its own initiative. 

‘a “En~ployees.” as used in this recommendation, would include members of 
the employee’s immediate family or prospective spouse. 

*3 In the case of persons unknown to the CIA who volunteer to provide informa- 
tion or otherwise request contact with CI.1 personnel, the agency maI conduct a 
name check before arranging a meeting. 

u The CIA may only conduct a name check and confidential interviews of per- 
sons who know the subject, if the sulrjwt is unaware of CIA interest in him. 

2j The CIA may only collect information lry swans of a name check. 
28 The CIA may make a name check and determine the place of en&logment 

of persons residing or working in the immediate vicinity of sensitive sites, such as 
persons residing adjacent to premises used for safe houses or defector resettle- 
ment, or such as proprietors of businesses in premises adjacent to CIA offices in 
commercial areas. 
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CIA ActizGties Outside of fhc T7nitedXtates 

The Committee ~onld permit a wider range of CIA activities 
apainst .1mcricans abroad than it x-onltl Iwiwiit tlic CIA1 to ui~tlri~taltr 

within the I’nited States, bnt it. would not permit the CL1 to inwsti- 
gate abroad the lawful activities of Americans to any greater degree 
than the FBI could investi.gate such activities at home. 

Abroad. the FBI is not m ‘a position to protect the CIA from serious 
threats to its facilities or pr~~onii~l. or to inwstipate all serious security 
violations. To the estcnt it is impractical to rely on local law cnforcc- 
nwnt authorities. the (‘IL! shoultl be free to prcscrve its sccuritv by 
sprcifie(l :~ppropriwtr inresti,, wtions which mnv iiirolrr ~~me&ans. 
incliitling siirveillnnce of peiwms other than its own emplorres. 

The Committee @T-es to the FBI the sole responsibility &thin the 
Vnited States for authorized doniestic security investigations of Amer- 
icans. However. when such an investigation has overseas aspects. the 
FBI looks to the CIA as the overseas operational arm of the intclli- 
gence community. The recommendations would authorize the CId to 
target Americans abroad as part of an authorized investigation ini- 
tiated by the FRI. 

The. Committee does not recommend permitting the CIA itself to 
initiate such investigations of Americans overseas.” Present commnni- 
cations permit rapid consultation with the De,partment of ,Jnstice. 
Moreover, the lesson of CHLIOS is that, an American’s activities abroad 
may be ambiguous. such as contact with persons n-llo may ‘be acting on 
behalf of hostile forei,gn powers at an illtcrnatioli:ll conf~iwlc~ on dis- 
armament. The qucstlon is who shall determine there is snfficicnt, in- 
formation to justify makin p an -\mcricaii citizen a target of his gal-- 
ernment’s intelligence apparatus? 

The limitations contained in Recommendation 0 0111~ pertain to the 
CIA initiat.ing investigations or other~~ise intentionally collecting in- 
formation on Americans abroad. The CL1 wonlId not be prohibited 
from accepting and passin, (r on information 011 the illegal activities of 
Americans which the CTA acquires incidentally in the course of its 
ot,her activities abroad. 

The Committee believes that judgments should be centralized with- 
in the dusticc Department to promote consistent. carefully controlled 
application of the appropriate standards ‘and protection of Constitn- 
tional rights. This is the same position taken by Director ‘Colby in 
setting current CIA policy fos moiintinp operations against LI\merlcans 
abroad. In JIarch l!fT& Director Colby formally tcrlrlinatcd the 
CH_%OS program and promulgated new guidelines for fntwc activity 
abroad inr-olrinp Americans. which. in effect. transferred such respon- 
sibilities to the Department of Justice.” 

n The counterintelligence component of the VI.4 n-onld he ahlr to call to the 
attention of the FRI any patterns of significance which the CIA thonght war- 
ranted opening an investigation of an American. 

a The gnidelinw state : 
A. “Whenerer information is nnrorered as n byproduct result of CIA foreign 

targeted intelligence or counterintelligence nprrntinn,; abroad which makes 
Americans suspect for security nr cnnnterintelligenre reasons snrll informn- 
tion will be reported tc, the FRT specific CIA\ operations will not he mounted 
against such individuals ; CIA responsibilities thereafter will be restricted to 
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The Co17m~ittrc is somewhat more restrictive than the Executive 
Order with rcsprct to collection of information on ,2111ericans. As men- 
tioned earlier, the Order onlv restricts CTA collection of information 
abo77t the “tlonicstic nctiviti’es” of ,\nicricuns and does not prohibit 
the collection of inforn7ation regartling the lawf711 trawl or interna- 
tional contacts of l1171cricnn citizens. This creates a particularly 
significant problcni with respect to CT,4 activities directed against 
.~mericans abroad. 

The Order permits the CIA &er latit71dc abroad than do the 
Committee’s Reco17711lcndatio17s in two other iniportant respects. The 
Order perniits collection of information if the ,\777erican is reasonably 
believetl to be acting on behalf of a foreign power. That exemption 
on its face woi~ld incl77tle Americans working for a foreign conntry 
on Inisincss or legal matters or otherwise. rngagetl in ~vholIy lawfnl 
activities in compliance with applicable registration or other regula- 
tory stnt77tcs. More importantly. the Order permits the CIA to collect 
“ ore&n f intelligence” or “counterintelligence” information abroad 
about the domestic crcfir*itiPs of Americans. The Order then broadly 
defines “foreign intelligencr” as information abont the intentions or 
activities of a foreign conntrv or person, or information abont. areas 
outsitlo thr I-nitctl States. This would a77thorize the CL4 to collect, 
abroad, for example. information about the domestic activkies of 
American bnsinessmen m-hi& provided intelligence about business 
transactions of foreign persons. 

The CT.1 dots not at present specifically collect intelligence on the 
economic activities of -Americans overseas. The Committee suggests 
that appropriate oversight committees examine the question of the 
overseas collection of economic intelligence. 

Recomn7endatio1~ 11 req77ires the 71~ of all covert techniques be 
governed by the same standards, procel”res, and approvals required 
for their 77~ by the J71stice Ikpartment against Americans within the 
Cnitetl States. Th71s, in the case of eIectronic surveillance, 77nanthor- 
ized entry. or mail opening. a j71dicial warrant would be reqiiired. Ss 
a matter of sound Constitutional principle, the Fourth A4mendment 
protections enjoyed by -1niericans at home sho71ld also apply to pro- 
tect them against their Government abroad. Tt would be just as offen- 
sive to have a CIA1 agent bnrplarize an ,~merican’s apartment. in Rome 
as it ~vould be for the FI31 to do so in Sew York. 

Req77irements that a warrant be obtained in the United States would 
not present an excessive burden. Electronic wrreillance and unauthor- 
izecl entries are not presently condwted against. Americans abroad 
withont prior cons77ltation and approval from CL.4 Headquarters in 

rqxxting any further intrlligence or counterintelligence aspects to the specific 
case which crimes to CIL1\‘s attention as a byproduct of its continuing foreign 
targeted operational nctirity. If the FBI, on the basis of the receipt of the .CIA 
information. however, specifically requests further information on terrorist 
or counterintelligencr matters relating to the prirnte nmerican citizens . 
CIA may respond to written requests by the FBI for clandestine collection ahrond 
hy (‘IA of infnrmntinn on foreign terrorist or counterintelligence matters 
inrolring American citizens.” 
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La.npley, Yirginia. Moreover, the present Deput? Director of CTh 
for Operations has testified that bona fide countcn~~tell~grIlce investi- 
gations are lengthy and time consuming and prior review within the 
United States. including consultation with the Justice Department, 
would not be a serious prol~leni. 28 Indcetl electronic surveillance of 
,\mericans abroad imder present administration policy also requires 
approval by the -\ttorney Ge.neral. 

The Committee reinforces the general restrictions upon overseas 
t.argeting of ;1mericans by reconmiendin~ that the CIA4 be prohibited 
from reqwst.inp a friendlp foreign intelligence service or other person 
from untlertakiiy actiritles against Americans which the CIA itself 
nlay not do. This ~onld not, require that a. foreign government’s use 
of covert techniques be conducted under the same procedures. e.g., 
warrants, required by those Recomlllendations for the Cr.-i and the 
FBI. It. would mean that the CTI1 cannot. ask a foreign intelligence 
service to by the apartment of an American unless the circumstances 
would permit the TJnited States Government to obtain a judicial war- 
rant from a Federal Court in this country to conduct such surveillance 
of the American abroad. 

The Committee places greater restrictions upon the CIA’s use of 
covert techniques against. Americans abroad than does the Executive 
Order. For example, the Order permits the CL4 to conduct electronic 
surveillance and unauthorized entries wider “procedures approved by 
the Attorney General consistent with the law.” No judicial warrant 
procedure is required. In addit,ion, the Order’s restriction on CIA’s 
opening mail of Americans is limited to mail “in the I’nited States 
postal channels.” In other words. under the Order the CL4 is not pre- 
rented from intercepting abroad and opening a letter mailed by an 
American to his family. or sent to him from the United States. 

The Order also contains no restrictions on the CIA infiltrat.ing a 
group abroad, even if it were one composed entirely of ,Ymericans 
engaged in wholly lawful activit.ies such as a political club of Bmeri- 
can students in Paris. Furthermore, the Order permits the CIA to 
conduct physical surveillance abroad of any American “reasonably 
believed to be?’ engaged in “activities threatening to the national 
security.” On its face this language appears overly permissive and 
might be read to authorize a repetition of the CHBOS program in 
which Americans were targeted for surveillance because of their par- 
ticipation in international conferences critical of the U.S. role in 
Vietnam. 

Recommen.da.tion 9.-The CL4 should not collect information abroad 
concerning Americans except : 

(a) Information concerning Americans which it is permitted to 
collect within the United States; 3~ 

(6) At, the request of the ,Justice Department as part of criminal 
investigations or an investigation of an L4merican for suspected t.er- 

zB William Nelson testimony, l/28/76, pp. 33-34. Mr. Nelson was not addressing 
procedures to obtain a judicial warrant; but the time required for an rrp parte 
application on an expedited hasis to a Federal Court in Washington. ILC.. would 
not he excessive for the investigative time frames which Nelson described. 

Furthermore, the present wiretap statute authorizes electronic surveillance 
(for 48 hours) on an emergency basis prior to judicial authorization. 

3o Recommendation 8, p. 303. 
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rorist,30a or hostile foreign intell+yence 30b activities or security leak or 
sccur;ty risk investigations which the FBI has 01~~~1 pursuant to 
Part. iv of those rrco~nmeiitlatio~~s and which is conducted consistently 
with recomnielidatiolis contained in Part iv.“l 

ZL’CCOW n~cntlatio,~ IO.-‘I’hc (‘T-1 should be able to transmit, to the 
FIZT or other appropriate agcncics information concerning Ahnrricans 
acquired as the incidental byproduct of othcrwisc pcrmissiblc foreign 
intelligence and colllitcrilltclligeiicc olwrati0ns.3z whenerw such infor- 
mation intlicatrs anv acti\-itr in violation of ,1mcrican law. 

Z~ccon7772r7~tla,tio7L’ Il.--The CIA may cml~loy covert techniques 
abroatl :!gainst -1llirricans : 

(u) I ntlcr circmnstanccs in which the CTA1 could use such covert 
techniques against ,imericans within the United States : 33 or 

(i,) \\‘hrw collecting infornlntion as part of ,Justice Department in- 
vestigation, in which case the CIA may use a particular covert tech- 
niques under the standards and procedures and approvals applicable 
to its use against Americans within the ITnited States by the FRT (See 
Part. iv),; or 

(c) To the extent nrccssay to identify persons known or snslw.+tl 
to be A’imericans who couie in contact with foreigners the CIA is in- 
vest igat ing. 

Recommendation 12 tracks similar restrictions in the Executive 
Order but proposes an additional safeguard-giving the National 
Commission on T3iomedical Ethics and Human Standards jurisdiction 
to review any testing on Americans. 

30a “Terrorist activities” mean.9 acts, or conspiracies, which: (a) are violent 
or dangerous to human life ; and (I)) violate federal or state criminal statutes con- 
cerning assassination, murder. arson. bombing, hij’acking, or kidnaping ; and 
(c) appear intended to, or are likely to have the effect of: 

(1) Substantially disrupting federal, state or local government ; or 
(2) Substantially disrupting interstate or foreign commerce between the I’nited 

States and another country ; or 
(3) DirecUT interfering with the exercise 1)s Americans, of Constitutional 

rights protected by the Civil Rights Act of 1968:or bx foreigners, of their rights 
under the laws or treaties of the United States. 

w” “IIostile foreign intelligence activities” means arts, or conspiracies, by 
Americans or foreigners, who are officers, employees, or conscious agents of a 
foreign power, or who, pnrsvant to the direction of a for&m Dower. engage in 
clandestine intelligence-activity, or engage in espionage, fiat&age ‘or Liiilar 
conduct in riolation of federal criminal statutes. (The term “clandestine intelli- 
gence activity” is inclndrd in this definition at the suggestion of officials of the 
Department of .Justice. Certain actirities engaged in 1)s ronscious agents of for- 
eign powers, such as some forms of industrial, technological, or economic espio- 
nage. are not now prohibited 1)~ federal statutes. It would be preferable to amend 
the espionage laws to corer such nctiritr and eliminate this term. As a matter 
of principle, intelligence agencies should not investigate activities of Americans 
v*liich are not violations of federal criminal statutes. Therefore, the Committee 
rernmmends (in Recommendatinn 91) that Congress immediately consider en- 
acting such statutes and then eliminating this term.) 

‘l If the CIA beliel-es that an inrwtigation of an American should be opened 
but the FBI declines to do so. the CIA should he able to appeal to the Attorney 
General or to the appropriate committee of the National Security Council. 

” Such information would include material rolunteered l)y a foreign intelligence 
service independent of anF request by the CIA. 

83 See Recommendation 7, p. 302. 
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Recom,men&tio?? IZ-The CIA should not use in experimentation 
011 human subjects. any drug, device or procedure which is designed 
or intended to harm, or is reasonably likely to harm, the physical or 
mental health of the human subject, except with the informed Kritten 
consent, witnessed by a disinterested third party, of each human suh- 
ject. and in accordance with the guidelines issued by the National Com- 
mission for the Protection of Human Subjects for Biomedical and Be- 
havioral Research The jurisdiction of the Commission should be 
amended to include the Central Intelligence Agency and other in- 
telligence agencies of the Unitecl States Government. 

Be view and Certification 

Recommendation 13 ensures careful monitoring of those CIA activi- 
ties authorized in the recommendations which are directed at ameri- 
cans. 

Recommendation l&----gny CIA activity engaged in pursuant to 
Recommendations 7, 8. 9. 10. or 11 should be subject to periodic re- 
view and certification of compliance with the Constitution, applicable 
statutes, agency regulations and executive orders by: 

(a) The Inspector General of the CL4 : 
(6) The General Counsel of the CL\ in coordination &h the 

Director of Central Intelligence; 
(G) The Attorney General; and 
(d) The oversight, committee recommended in Part xii. 
All such certifications should be available for review by congressional 

oversight commit.tees. 

6. National Security Agency 
’ The recommendations contained in this section suggest controls on 

the electronic surveillance activities of the National Security Agency 
insofar as they involve, or could involve, Americans. There is no statute 
which either authorizes or specifically restricts such activities. NSA 
was created by executive order in 1952, and its functions are described 
in directives of the Kational Security Council. 

While, in practice, NSA’s collection activities are complex and 
sophisticated, the process %v which it produces foreign intelligence 
can be reduced to a few easily understood principles. NSA intercepts 
messages passing over international lines of communication, some of 

which have one terminal &hin the United States. Traveling over 
these lines of communication, especially those with one terminal in the 
United States, are the messages of Americans, most of which are ir- 
relevant to NSA’s foreign intelligence mission. NSA often has no 
means of excluding such messages, however, from others it intercepts 
which might be of foreign intelligence value. It does have, however, 
the capability to select part’icular messages from those it intercepts 
which are of foreign intelligence value. Most, international communica- 
tions of Bmericans are not selected. since they do not meet foreign 
intelligence criteria. Having selected messages of possible intelligence 
value, NSh monitors (reads) them, and uses the information it ob- 
tains as the basis for reports which it. furnishes the intelligence 
agencies. 

Having this process in mind, one will more readily understand the 
recommendations of the Committee insofar as NSA’s handling of the 
messages of Americans is concerned. The Committee recommends first 
that NSA monitor only foreign communications. It should not monitor 
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domestic communications, even for forei,? intelligence purposes. Sec- 
ond, the Committee recommends that, KSA should not select messages 
for mollitorinp. from those foreign communications it, has intercepied, 
because the message is to or from or refers to a particular ,4merican, 
nnlrss the I~cpartmrnt of ,Justice has first obtained a search n-arrant, 
or the particular dmcrican has consented. Third, the Committee rec- 
ommends that SSA be required to make every practicable effort to 
eliminate or minimize the extent to which the communications of 
Americans are intercepted, selected! or monitored. Fourth, for those 
communications of L4mericans -rrhlch are nerertheless incidentally 
selected and monitored, the Committee recommends that, NSA be pro- 
hibited from disseminating such communicat,ion, or information de- 
rived therefrom, Thich identifies an America?! unless t.he communica- 
tion indicates eridence of hostile foreign intelligence or terrorist 
actiritv, or felonious criminal conduct, or contains a threat of deat,h 
or se&&bodily harm. In these cases. the Committee recommends that 
the ,4ttorney General approve any such dissemination as being con- 
sistent with these policies. 

In summary, the Committee’s recommendations reflect its belief that 
NSA should hare no greater latitude to monitor the communications 
of Americans than anv other intelligence agency. To the extent that 
other agencies are req&red to obtain a ITarrant, before monitoring the 
communications of ,4mericans, KSh should be required to obtain a 
warrant.34 

Reco~mmendation 14.-NSAi should not engage in doniest.ic security 
activities. Its functions should be limited in a precisely drawn legisla- 
tire charter to the collection of foreign intelligence from foreign 
communications.35 

Recommendntion 15.-NSA should take all practicable measures 
consistent v-it11 its foreign intelligence mission to eliminate or mini- 
mize the interception, selection, and monitoring of communications of 
Americans from the foreign communications.3F 

Recommendation 16.-NSA should not be permitted to select for 
monitoring any communication to! from, or about, an American with- 
out. his consent, escept for the purpose of obtaining information about, 
hostile foreign intelligence or terrorist activities, and then only if a 
warrant approving such monitoring is obtained in accordance with 
procedures similar 37 to those contained in Title III of the Omnibus 
Crime Control and Safe Streets ,4ct of 1068. 

3L None of the Commibtee’s recommendations pertaining to NRA should he con- 
strued as inhibiting or preventing ,X8.4 from protecting U.S. communications 
against interception or monitoring hy foreign intelligence services. 

es “Foreign communications,” as used in this section, refers to a communica- 
tion Iwtn-een or amonL tn-o or more Darties in which at least one Darts is out- 
side the rnited States,-or a communication transmitted between points within the 
T’nited States only if transmitted over a facility which is under the control of, 
or exclunirely used by, a foreign government 

88 In order to ensure that this recommendation is implemented, both the At- 
torney General and the appropriate oversight committees of the Congress should 
be continuously apprised of. and periodically review, the meawres taken by 
SSA pursuant to this recommendation. 

mThe Committee believes that in the case of interceptions authorized to ob- 
lain information about hostile foreign intellieence. there should be a nresumntion 
that notice to thp auhjrct of such intwcepts,~ which would nrdinarilySbe required 
under Title III (18 V.S.C. 2518(S) (d) ), is not required, unless there is evidence 
of gross abuse. 
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(This recommendation would eliminate the possibility that KS4 
would reestablish its “watch lists” of the late 1960s and early 1970s. 
In that case, the names of Americans were submitted to SSA by other 
federal agencies ant1 were used as a basis for selecting am1 mon- 
toring, without a warrant, the international communications of those 
Americans.) 

Recommendation 17.--,4ny personally identifiable information 
about an American rvhich SSA incidentally acquires. other than pur- 
suant to a warrant. should not be disseminated without the consent of 
the American. but should be destroyed as promptly as possible, unless 
it indicates : 

(a) Hostile foreign intelligence or terrorist activities: or 
(b) Felonious criminal conduct, for which a warrant might be ob- 

tained pursuant, to Title III of the Omnibus Crime Control and Safe 
Streets Act of 1968; or 

(c) A threat. of deatll or serious bodily harm. 
If dissemination is permitted, by (a), (h) and (c) above, it must 

only be made to an appropriate official and after approval by the at- 
torney General. 

(This recommendation is consistent with NSA?s policv prior to the 
Executive Order.38 NSA’s practice prior to the Executive Order was 
not to disseminate, material containi.ng personally identifiable infor- 
mation about Americans.) 

Recommendation 18.--N&4 should not request from any commer- 
cial carrier any communication which it could not otherwse obtain 
pursuant to these recommendations. 

(This recommendation is to ensure that NSA miI1 not resume an op- 
eration such as SHAMROCK. disclosed during the Committee’s hear- 
ings, whereby KS.4 received for almost 30 years copies of most inter- 
national telegrams transmitted by certain international telegraph 
companies in the I-nited States.) 

Recomm.endnfion 19.-The Office of Security at MA should be per- 
mitted to collect, background information on present or prospective 
employees or contractors of XSS. solely for the purpose of determin- 
ing thetr fitness for employment. With respect to security risks or the 
secnritv of its installations. NSA should be permitted to conduct 
physical surveillances, consistent, with such surveillances as the CIA 
is permitted to conduct. in similar circumstances, by these recom- 
mendations. 

C. 3li?itur:l/ Xewke and 2k~fecn.w LQpmYmen.t Znvesfigafive Agencies 
This section of the Committee’s recommendations pertains to the 

controls upon the intelligence activities of the military services and 
Department of Defense insofar as they involve Americans who are not 
members of or affiliated with the armed forces. 

In general. the restrictions seek to limit military investigations to 
activities in the civilian community which are necessary and pertinent 
to the military mission, and which cannot feasiblv be accomplished by 
civilian agencies. In overseas locations where civilian agencies do not 

38 The Esecntire Order places no snrh restriction on the dissemination of infor- 
mation hy KSA. T’nder the Executive Order, NSA is not required to delete names 
or destroy mwsagrs xvhich are personally identifixhk to Americans. As long as 
these messages fall within the categories established hp the Order, the names of 
Americans could be transmitted to other intelligence agrncies of thr Government. 
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perform inrestiqatirc activities to assist the military mission, military 
intellipence is glren more latitude. Specifically. the Committee recom- 
1llPlldS that militnrv intelligence be limited within the T’nited States to 
cont1lwtin.g investiintions of violations of the l’niform Code of Mili- 
tary ,JlMce : investi;:ations for security clearances of Department of 
Defense en~plovecs and contractors : and investigations immediately 
before and dnriny the deplovment of armed forces in connection with 
civil tlistiirbances. Sonc of tilrw investigations shonld involve the use 
of any covert technique eniy)lo~-cd against AIniericnn civilians. In over- 
seas locations. the Committee recommends that military intelligence 
hare additional authority to conduct investigations of terrorist activity 
and hostile forciSgi intelligence activity. In these cases, covert, tech- 
niques directed at ,Imericans ma\- be employed if consistent with the 
Committee‘s restrictions upon the USE of such techniques in the United 
States in Part iv. 

I;)CCo~/77/7.er~d~~tio~/ .2/I-Except as specifically provided herein, the 
Department of Defense should not engage in domestic security activi- 
ties. Its functions. as they relate to the activities of the foreign intelli- 
gence community. should be limited in a precisely drawn legislative 
charter to the conduct of fore@ intelligence and foreign counter- 
intelligence activities aiicl tactical military intelligence activities 
abroad, and production, analysis. and dissen&ation of departmental 
intelligence. 

1TpcornIll~ndntion 21.-In addition to its foreign intelligence re- 
sponsibility. the Department of Defense has a responsibility to investi- 
gate its personnel in ortler to protect the secnritv of its installatSions 
ant1 propert>-. to ensure order and discipline within its ranks, and to 
conduct other limited investigations once dispatched b;v the President 
to suppress a civil clisordcr. AI l:gislatiw charter should define pre- 
cisely-in a manner which is not inconsistent with these recommenda- 
tion-the authorized scope and purpose of any investigations under- 
taken by the De;,artment of Defense to satisfy these responsibilities. 

Rccol?,l,lrl,c~l/t/ol, .%?.--So agencu of the Department of Defense 
shoiild conduct investigations of violations of criminal law or other- 
wise perform any IRK enforcement or domestic security functions 
within the I7nited States. except on military bases or concerning mili- 
tary personnel. to enforce the I-niform Code of Military Justice. 

The Department of the Army has ese~~ntive responsibility for render- 
ing assistance in connection with civil disturbances. In the late 1%X$, 
it instituted a nntionwicle collection program in which ,C\rniy investl- 
gators were dispntched to collect information on the political activi- 
ties of Americans. This was done on the theory that snch information 
was necessary to prepare the A1rniy in the event that its troops were 
sent to the scene of civil disturbances. The Committee believes that the 
Armv’s potential role in civil tlistnrbances does not justify SUCK an 
intelligence effort directed against A1nicrican civilians. 

RPPO~~~ muddiou 2.?.-The Department of Defense shonld not, be 
permitted to contluct investigations of Ljmericans on the theqry that 
tlw information tlcri\-et1 thcwfroni nligllt be iiscfiil in potclltlnl civil 
tlixo~dcrs. The AI~*n~~- ~l~mld Iw permitted to rC wt11cr information about 
geogx~pliy. logistical matters. or tlir idcntitr of local officials which is 
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necessary to the positioning, support, and use of troops in an area 
where troops are likely to be deployed by the President, in connection 
with a civil disturbance. The Army should be permitted to investigate 
Ame.ricans involved in such disturbances after troops hare been de- 
ployed to the site of a civil disorder, (i) to the extent necessary to ful- 
fill the military mission. and (ii) to the extent the information can- 
not be obtained from the FBI. (The FBI’s responsibility in connection 
with civil disorders and its assistance to the Army is described in 
Part iv.) 

Recommendation @.---Appropriate agencies of the Department of 
Defense sl~oulcl be. permitted to collect background information on 
t,heir present or prospective employees or contractors. Witlh respect 
t,o security risks or the security of its installations, the Department of 
Defense shonltl be. permitted to conduct physical surveillance consistent 
with such surveillances as the CIA is permitted to conduct., in similar 
circumstzances, by these recommendatttjons. 

Prohibitions and Limitations of Covert Techniques 

During the Army’s civil disturbance collection program of the late 
196Os, Army intelligence agents employed a variety of covert tech- 
niques to gather information about civilian political activities. These 
included covert penetrations of private meetings and organizations, 
use of informants, monitoring amateur radio broadcasts, and posing 
as newsmen. This provision is designed to prevent the use of such 
covert techniques against American civilians. The Committee be 
lieves that none of the legitimate investigative tasks of the military 
within the United States justified the use of such techniques against 
unaffiliated Americans. 

Recommendation %.-Except, as provided in 27 below, the Depart- 
ment of Defense should not direct any covert trchniclue (e.g., elec- 
t,ronic surreillance, informants, etc.) at American civilians. 

Limited Investigations Ahroad 

The militarv services currently conduct preventive intelligence in- 
vest.igations &thin the T’nited States where members of their respec- 
tive services are agents of, or are’ collaborating with, a hostile for- 
eign intelli,rrcnce service. These investigations are coordinated with, 
and under the ultimate control of, the FBI. The Committee’s recom- 
mendations are not, intended to prevent the militarv services from 
continuing to assist the FBI with such investipations.involring mem- 
bers of the armed forces. They are intended, however, to place respon- 
sibility for these inrestientions, insofar as they take place within th@ 
T’nited States, in the FBI. and not in the militarv services themselves. 
The military services. on the other hand, are ‘given additional re- 
sponsibility to condllct inresti,rrations of L!njericans who are suspected 
of en,rra:yinc in terrorist activity or hostile foreign intelligence activity 
in overseas locations. 
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should ordinarily be conducted in a manner consistent. mith the recom- 
I~uwtlations pertainin, 0’ to the FBI. containetl in Part iv; howzrer, in 
overseas locations, where I-.S. military forces constitute the governing 
power, or where I-.S. military forces are engaged in hostilities, cir- 
ClllllStnllCPS may require greater latitutlc to conduct such 

investigations. 

The Committee’s review of intelligence collection and investigative 
activity by IRS’ Intelligence Division and of the practice of furnish- 
ing information in IRS files to the intelligence agencies demonstrates 
that reforms are necessary and appropriate. The primary objective 
of reform is to prevent IRS from becoming an instrumentality of the 
intelligence agencies. beyond the scope of what, IRS. as the Federal 
tax collector, should ‘be doing. Recommendations 27 through 29 are 
designed to achieve, this objective bv providing that IRS collection of 
intelligence ,antl its conduct of investigations are to be confined strictly 
to tax matters. Moreover. programs of tas investigation, in which 
targets are selected partly because of indications of tax violat.ions and 
partly because, of reasons reIating to domestic security, are prohibited 
where they would erode, constitutional rights. Where otherwise appro- 
priate, such programs must be conducted under special safeguards ‘to 
prevent any adverse effect on the mcwisc of those rights. 

These recommendations should prevent a recurrence of the excesses 
associated with the Special Services Staff and the Intelligence Gat,her- 
ing and Retrieval System. 

Targeting of Persons or Groups ,fov Inwstigations or 
In.teAigence-GatheSng by IRS 3n 

Recomm,endation 27.-The IRS should not, on behalf of any in- 
telligence agency or for its own use, collect any information about the 
activities of Americans except for the purposes of enforcing the ta.x 
laws. 

Recommendntion B.-IRS should not select any person or group 
for tax investigation on the basis of political activity or for any other 
reason not relevant to enforcement of the tax laws. 

Rrcommendrrfion. Zt9.-A1nv program of intelligence investigation 
relating to domestic security’in which targets are selected by both tax 
and non-tax criteria should onlv be initiated : 

(0) ITnon the written request of the ,4ttorney General or the Secre- 
tarv of the Treasurv, specifying the nature of the requested program 
and the need therefore; and 

(6) After the written certification by the Commissioner of the IRS 
that procedures have been developed which are sufficient to prevent 

the infrinwment, of the constitlttional rights of Americans; and 
cc) With conpressional orersirrht committees bring kept continually 

advised of the nature and extent of such programs. 

a Based npon its studs of thp IRS:. the Committee lwliww thew rwcommenda- 
tions might propwlp he applied heyond the general domestic security scope of 
the recommendations. 
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Disclosure Procedures 

The Committee’s review of disclosure of tax information by IRS 
to the FBI and the CIA showed three principal abuses by those in- 
telligence agencies : (1) the by-passing of disclosure procedures man- 
dated by law, resulting in the agencies obtaining access to tax returns 
and tax-related information through improper channels, and. some- 
times, without a proper basis: (2) the failure to state the reasons 
justifvinp the need for the information and the uses contemplated 
so that IRS could determine if the request met the applicable criteria 
for disclosure; and (3) the improper use of tax returns and informa- 
tion, particularly by the FBI in CCISTEI,PRO. Recommendations 
30 through 35 ‘are designed to prevent t.hese abuses from occurring 
again. 

While general problems of disclosure are being studied ,bv several 
different congressional committees with jurisdiction over IRS, these 
recommendat.ions reflect this Committee’s focus on disclosure prob- 
lems seen in the interaction between IRS and the intelligence agencies. 

Recommendation 30.-No intelligence agency should request 4o from 
the Internal Revenue Service tax returns or tax-related information 
except, under the statutes and regulat.ions controlling such disclosures. 
In addition, the existing procedures under which tax returns and tax- 
related information are released by the IRS should be strengthened, 
as suggested in the following five recommendations. 

Recom.mendation .32.-All requests from an intelligence agency to 
the IRS for tax returns and tax-related information should be in 
writing, and signed by the head of the intelligence agency making 
the request, or his designee. Copies of such requests should be filed 
with the Attorney General. Each request should include a clear state- 
ment of: 

(a) The purpose for which disclosure is sought ; 
(6) Facts sufficient to establish that the requested information is 

needed by the requesting agency for the performance of an authorized 
and lawful funct.ion ; 

(c) The uses which the requesting agency intends to make of the 
information ; 

(d) The extent of the disclosures sought; 
(e) Agreement by the requestin g agency not to use the documents 

or information for any purpose other than that stated in t,he request; 
and 

(f) Agreement. by the requestin g agency that the information will 
not be, disclosed to any other agency or person except in accordance 
with the law. 

Recomm.endation 32’.-IRS should not release tax returns or tax- 
related information to any intelligence agency unless it has received 
a request satisfying the requirements of Recommendation 31, and the 
Commissioner of Internal Revenue has approved the request in 
writing. 

Recommendation .?.?.-IRS should maintain a record of all such re- 
quests and responses thereto for a period of twenty years. 

M “R~u&" as used in the recommendations concerning the Internal Revenue 
Service should not include circumstances in which the agency is acting with the 
informed written consent of the taxpayer. 
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Recommendation &&Ko intelligence agency should use the infor- 
mation supplied to it by the IRS pursuant to a request of the agency 
except, as stated in a proper request for disclosure. 

RPcom.mendation .%-L4ll requests for information sought by the 
FBI should be filed by the T>epartment of Justice. Such requests 
should be signed by the Attorney General or his designee. following 
a determination by the Department that the request is proper under 
the applicable statutes and regulations. 

b. Post Office (U.S. Postal Sewice) 
These recommendations are designed to tighten the existing re- 

st.rictions regarding requests by intelligence agencies for both inspec- 
tion of the exteriors of mail (“mail corer”) and inspection of the 
conte.nts of first class mail (“mail opening”). ,4s to mail cover, the 
Committee’s recommendation is to centralize the review and approval 
of all requests by requiring that only the Attorney General may au- 
t.horize mail cover, and to eliminate unjustified mail covers by requir- 
ing that the mail cover be found “necessary” to a domestic.security 
invest,igat,ion. With respect to mail opening, the recommendations pro- 
vide that it can only be done pursuant to court warrant. 

Recommendation N.-The Post Office should not permit the FBI or 
any intelligence agency to inspect markings or addresses on first class 
mail. nor should the Post Office itself inspect markings or addresses 
on behalf of the FBI or any intelligence agency, on first class mail, 
except upon the written approval of the Attorney General or his 
designee. Where one of the correspondents is an American, the Attor- 
ney General or his designee should only approve such inspection for 
domestic security purposes upon a written finding that it is necessary 
to a criminal investigation or a prrventive intelligence investigation 
of terrorist activity or hostile foreign intelligence activity. 

Upon such a request. the Post Office may temporarily remove from 
circulat,ion such correspondence for t,he purpose of such inspection of 
its exterior as is r&ted to the investigation. 

Recommendation. .?7.-The Post Office should not transfer the CUS- 
tody of any first class mail to any agency except the Department of 
Justice. Such mail should not be transferred or opened except upon a 
judicial search warrant. 

(a) In the case of mail where one of the correspondents is an Amer- 
ican, the judge must find that there is probable cause to believe that 
t:he mail contams evidence of a c.rime.41 

(6) In the case of mail where both parties are foreigners: 
(1) The judge must, find that there is probable cause to believe 

that both parties to such correspondence are foreigners. land one of the 
correspondents is an officer. employee or conscious agent of a foreign 
power; and 

(2) The ,\ttorncy General must certify that the mail ope.ning is 
likely to reveal information nwrssarv either (i) to the protection of 
the nation against actual or potential attack or other hostile acts of 
force of a foreign power: (ii) to obtain foreign intelligence informa- 
tion deemed essential to the security of the United States; or (iii) to 

” See recommendation 94 for thr Committee’s recommendation that Congress 
consider amending the Espionage Act so as 20 corer mwlern forms of espionage 
not now criminal. 
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protect national security information against hostile foreign intelli- 
gence activity. 

iv. Federal Domestic X~cuGty Acficitics Xhodd ZIP Lim.ited 
and Contro77ed to Prewnt Ahusrs 1Vithou.t Hnmpwing 
C?r’miwd Zncestigations or Znrestigations of Foreign 
Espionage 

The recommendations contained in this part are designed to accom- 
plish two principal objectives : (1) prohibit improper intelligence ac- 
tivities and (2) define the limited domestic security investigations 
which should be permitted. As suggested earlier, the ultimate goal 
is a statutory mandate for t,he federal government’s domestic securi’ty 
function that will ensure, that. the FBI, as the primary domestic SXCU- 
rity investigative agent?. concentrates upon criminal conduct as Op- 
posed ‘to politic’tll rhetoric or association. Our recommendations would 
vast.ly curtail the scope of domestic securitv investigations as they 
have been conducted, by prohibiting inquiries initiated because the 
Bureau regards a group as falling wi?hin a vaguely defined cate- 
gory such as “subversive,” “Sew Left.?’ “Black Nationalist Hate 
Groups,” or “White Hate Groups.” The recommendations also ban 
investigations based merely upon the fact that a person or group is 
associafing with others who are being investigated (e.g., the Bureau’s 
investigation of the Southern Christian Leadership Conference be- 
cause of alleged “Communist, infiltration”). 

The simplest way to eliminate investigations of peaceful speech 
and association would be to limit the FBI to traditional investigations 
of crimes which have been committed (including the crimes of at- 
tempt and conspiracy). The Committee found, however, that there are 
circumst,ances where the FBI should hare authority to conduct lim- 
ited “intelligence investigations” of threatened conduct (terrorism and 
foreign espionage) which is generally coVered by the criminal law, 
where ‘the conduct, has not, yet reached the stage of a prosecuteable act. 

The Committee. however. found that abuses were frequently associ- 
ated even wit.11 such intelligence investigations. This led us also to 
recommend: precise limitations upon the use of covert techniques 
(Recomm.endations 51 to 60) ; restrictions upon maintenance and dis- 
semination of information gathered in such investigations (Recom- 
mendations 64 to 68) ; and a statutory requirement that the Attorney 
General monitor these invest.irations and terminate them as soon as 
practical (Recommendation 69). 

a. Centralize Super&ion? Investigative Responsibility, and the Use 

Investigations should be centralized within the Department of 
dustice. It is the Committee’s judgment that if former Attorneys Gen- 
eral had been held accountable by the Congress for ensuring compli- 
ance by the FBI and the intelligence aecncies with laws designed to 
protect, the rights of Americans. the Department of Justice would 
have been more IikeJy to discover and rnioin improper activities. 
Furthermore, centralizing domestic security ‘investi.gations within the 
FBI will facilitate the A\ttornry General’s superrlsion of them. 

~WOlR7~?fndfftion 38.---All domestic security invcstieative activity, 
including the use of covert techniques, should be centralized within the 
Federal Bureau of Investigation, except those investigations by the 
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Secret Service designed to protect the life of the President or other 
Sccwt Srrricc protrctccs. Such inrcstigations and the use of covert 
ttchniqurs in those investigations should be centralized +thin the 
Swrct Service. 

ZZccon/7/~cnilation ;?,!?.-A11 donwstic security activities of the federal 
gowrnnwnt and all other intrlligcncc agency activities covered by the 
T)onwkic Intclligencc Rccolillllrndations should be subjcctS to Justice 
Dcpartincnt oversight to ~SSIII’C conil)liance with the Constitution and 
laws of the Cnitecl States. 
6. Pro11 ihitions 

The (‘onin~ittre rwommcnds a set of l)rohil)itions. in addition to its 
Inter rrcomiiicii(l:ltions liniiting the scope of and procedural controls 
for domestic security investigations. 

The following prohibitions cover abuses ranging from the political 
uw of the sensitive inforniation nlaintaincd by the IZurcau to tlw PS- 

cesses of COISTELPRO. They are intended to cover activities en- 
gaged in. by. or on behalf of. the J?I(T. For csanlple, in prohibiting 
Bureau interference in lawful speech. publication. assembly. organiza- 
tion, or association of Americans, the Committee intends to prohibit 
a Bureau #agent from mailing fake letters to factionalize a group as 
well as to prohibit an informant, from manipulat.ing or influencing 
the peaceful act,ivities of 5 group on behalf of t.he FBI. 

Subscqurnt rrronlnlcncla~it>ris limit the kintls of inwstigations which 
can be opened and provide controls for those investigations. Spccif- 
ically, the Committee limits FI)T authorit\- to collect information on 
;\niericans to enunirratrtl circiuilstancts: lmiits authority to maintain 
information on political beliefs, political assocations, or private lives 
of hmericans; requires judicial warrants for the. most. intrusive covert 
collection techniques (electronic surwillancc, mail opening, and sur- 
reptitious entry) ; and proposes new restrictions upon the use of other 
covert techniques, particularly informants. 

Zi’wommrndafion #I.-The FFST should be prohibited from engaging 
on its own or through irifornlnnts or others, in any of the follo\ving 
activities directed at Americans : 

(a) IXsseminating any infornlation to thr White House? a?y other 
frdtral official, the news mrdia, or any other person for a political or 
other improper purpose, such as tliscrrditing an opponent of the ad- 
ministration or a critic of an intelligence or investigative agency. 

(b) Inkrfering with lawful speech, publication, assembly, organi- 
zational activity, or association of Americans. 

(c) Harassing individuals through unnecessary overt investigative 
techniques 4Z such as intcrviens or obvious physical surveillance for the 
purpose of intimiclation. 

Recom?np,,datioll. hl.-The Bureau should be prohibited from main- 
taining information on thr political bclirfs. political associations, or 
priratr lives of A1mcricans except that which is clearly necessary for 
domestic srcnrity investigations as described in Part c.~~ 
-- 

4* “Orert investigative techniques” means the collection of information readily 
availahk from pnhlic sfmr~es or to a prirate person (inpInding interviews of the 
suhj~t or his friends or assoriates). 

‘3 Thus, the Rurean wonld harp an obligation to review ang such information 
twfore it is placed in filrs and to revierr the files. thereafter, to remore it if no 
longer needed. This obligation does not extend to files sealed under Recom- 
mendation 65. 
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The Committee sought three objectives in defining the appropriate 
jurisdiction of the FRI. First, we sought to careful1.y limit any investi- 
gations other than traditional criminal investigations to five defined 
areas : preventire intelligence investigations (in two areas closely re- 
lated to serious criminal activity-terrorist and hostile. foreign in- 
telligence activities), c.ivil disorders assistance, background invrstiga- 
tions, security risk investigations, and security leak investigations. 

Second, we sought substantially to narrow, and to impose special 
restrictions on the conduct of, those investigations which involved the 
most flagrant abuses in the past : preventive intelligence investigations 
and civil disorders assistance. Third, we sought to provide a clear sta- 
tutory foundation for those investigations which the Committee 
belief-es are appropriate to fill the vacuum in FBT legal authority 

Achieving the first and second objectives Till have the most signif- 
icant impact upon the FBI’s domestic intelligence program and in- 
deed, could eliminate almost half its workload. Recommenclations 44 
through 46 impose two types of restrictions upon the. conduct of in- 
telligence investigations ancl civil clisorcle.rs assistance. First, the scope 
of intelligence investigations is limited to terrorist activities or espio- 
nage and the scope. of civil disorders assistance is limited to civil 
disorders which may require federal troops. Second, the Committee 
suggests that, the threshold for initiation of a full intelligence inresti- 
gation be “reasonable suspicion.” 44 Preliminary intelligence inrestiga- 
tions-limited in scope. duration, and investigative technique-could 
be opened upon a “specific, allegation or specific or substantiated in- 
formation.?’ A written finding by the Attorney General of a likely need 
for federal troops is required for civil disorders assistance. 

The Committee’s approach to FBI domestic, security investigations 
is basically the same as that adopted by the Attorney General’s guide- 
lines for domestic security investigations. Both are cautious about 
any departures from former At,torney General Stone’s maxim that 
the FBI should only conduct criminal investigations. For example, 
neither the Committee nor the Attorney General would condone in- 
vestigations which are totally unrelatecl to criminal statutes (e.g., the 
FBI’s 1970 investigation of all black student unions). 

However, the Committee views its recommendations as a somewhat 
more limited cleparture from former A1ttorney General Stone’s line 
than the present Attorney General’s guidelines. First, the Committee 
would only permit intelhgence investigations with respect to hostile 
foreign intelligence activity and terrorism. The Attorney General’s 
guidelines have been read ky FBI officials as authorizing intelligence 
investigations of “subrers1ves” (individuals who may attempt to 
overthrow the government in the indefinite future). While the JuAice 
Department, under its current leadership, mi#t not adopt such an 
interpretation, ,a different, Attorney General might. Second, the guide- 
lines on their face appear to permit investigating essentially local 
civil disobedience (e.g., “use of force” to interfere with state or local 
government which could be construed too broadly). 

u “Reasonable suspicion” is hased upon the Supreme Court’s decision in the 
case of Ten-l/ v. Ohio. 392 U.S. 1 (1968). and means specific and articnlahle facts 
which taken together with rational inferences from those facts, give rise to a 
reasonable suspicion that specified activity has occurred, is occurring, or is about 
to occur. 
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There are two reasons why the Committee would prohibit intel- 
ligence investigations of “subrersires” or local civil disobedience. 
First. those investigations inherently risk abuse because they in- 
evitably require surveillance of lawful speech and association rather 
than crminal conduct. The Committee’s examination of forty JWWS 
of investigations into “subversion” has found the term to be so vague 
as to constitute a license to investigate almost any activity of prac- 
tica!ly an)- group that actively opposes the policies of the adminis- 
tration in power. 

,1 secontl reason for prohibitiq intelligence investigations of “sub- 
version” and local civil disobedlcnce is that both can be adequately 
hanclled by less intrllsirc methods \vithout unnecessarily straining 
limited Bureau rvsourccs. Any real threats to our form of government 
can be best identified through intelligence investigations focused on 
persons who may soon commit illegal violent acts. Local civil dis- 
obedience can be best, handled by local police. Indeed. recent. studies 
‘-)y the General Accounting Office suggest that FBI investigations 
m these areas result in wry few prosecutions and little information 
of help to authorities in preventing I-iolcnce. 

The FBI now cxpcnds more monev in its domestic security program 
than it does in its organized c&iv2 program, an$ indeed, t.wice 
the amount on “internal security” informant operations as on orga- 
nized crime informant coverage. “Subversive investigations’? and 
“civil disorders assistance” represent almost half the caseload of the 
FBI domestic security program. The national interest would be better 
sewed if I3urcau resources were directed at terrorism, hostile foreign 
intelligence activity, or organized crime. all more serious and pressing 
threats to the nlation than “subversives” or local civil disobedience.. 

For similar reasons, the Committee, like the ,ittorne;y General’s 
widelines, requires “reasonable suspicion” for preventive Intelligence 
Klvestipations which extend beyond a preliminarv stage. Invrstiga- 
tions of terrorism and hostile fbreign intelligence~actiritp which ire 
not limited in time and scope could lead to the same abuses found in 
intelligence investigations of subversion or local civil disobedience. 
However. an equally important, reason for this stxndartl is that it. 
should increase the efficiency of Bureau investigations. The General 
,&ounting Office folmd that when the FBI initiated its investiga- 
tions on “soft e~iclence”--eridenct which probably would not meet 
this “reasonable suspicion” standard-it. nsnallv wasted its time on 
an innocent target. When it initiated its inr-estiiation on harder evi- 
dence, its ability to detect imminent, violence improved sipnificant!y. 

The Committee’s recommendations limit preventive intelligence in- 
vestigations to situations where information indicates that the pro- 
hibited activity will “soo11~~ orcur. wl~r~xxs the guitlelinrs do not require 
that the activ’ity be imminent. This limit is essential to prevent a 
return to sweeping. endless investigations of remote and speculative 
“threafs.” The Conlmittee’s intent is that. to open or continue a full 

inrcstipqtion, there should be a substantial indication of terrorism 
or hostile folrign intelligence- nctivitr in the near future. 

The. Committee’s restrictions are intcndctl to eliminate nnnecessary 
investigations and to I)ro\-ide additional protections for constitutional 
rights. Shifting the focws of 13111w~11 ninnpo~cr in tlomwtic security 
invwtigations front lawful slwecli nut1 nssocimntion to criminal colltlllct~ 
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bv twrorists and foreign spies provides further protection for consti- 
tutional rights of Aniericans as well as serving the nation’s interest) 
in security. 

1. Investigations of ~ommAYed 0~ Immiueut 0 ffenses 
Recornm~endntion. &.-The FBI shoultl be permitted to investigate 

a committed act which may violate a federal criminal statute pertain- 
ing to the domestic security to determine, the identity of the perpetrator 
or to determine whether the act violates such a statute. 

Recommendation @‘.-The FBI should be permitted to investigate 
an American or foreigner to obtain I evidence of criminal activity 
where there is “reasonable suspicion” that the American or foreigner 
has committed, is committing> or is about to commit a specific act 
which violates a federal statute pertaining to the domestic security.4o 

52. Prez*entit*e Inte77igence In?*estigations 
Recommendation .&J-The FBI should be permitted to conduct a 

preliminary preventive intelligence investigation of an American or 
foreigner where it has a specific allegation or specific or substantiated 
information that the American or foreigner mill soon engage in ter- 
rorist activity or hostile foreign intelligence activity. Such a prelim- 
inary investigation should not continue longer than thirty days from 
receipt of the information unless the ,%ttorney General or his designee 
finds that the information and any corroboration which has been- ob- 
tained warrants investigation for an additional period which may not 
exceed sistv davs. If, at the outset or at any time during the course 
of a prelinrinary investigation the Bureau establishes “reasonable 
suspicion” that an ,knerican or foreigner will soon engage in terrorist 
activity or hostile foreign intelligence activity, it may conduct, a full 
preventive intelligence investigation. Such full investigation should 
not, continue longer than one year escept upon a findin.g of com- 
pelling circumstances by the attorney General or his designee. 

Tn no event should the FBI open a ~weliminary or full preventive 
intelligence invcsti,~ation based upon information thsat an American 
is advocating political ideas or engaging in lawful political activities 
or is associating with others for the purpose of petitioning the ,govrrn- 
merit for redress of grievances or other such constitutionally protected 
purpose. 

The second par:wraph of Recommendation 44 will serve as an im- 
portant, safr!mard if enacted into any statttte authorizing preventive 
intellirrencc investigations. It would supplement the protection that 
would be Iafforded bv limiting: the FBI’s intelligence investigations to 
terrorist and hostile forei.cm intclliwnce activities. It reemphasizes the 
Committee’s intent that the investigations of peaceful protest. groups 
and other lawful associations should not recur. It serves as a further 
reminder that advocacy of political ideas is not to be the basis for por- 
ernmcntlal snrwillance. *it the same time Recommendation 44 permits 
the initiation of investigations where the Bureau possesses information 
consisting of a “specific allegation or specific or substantiated informa- 

4 This includes conspiracy to violate a federal statute pertaining to the domes- 
tic security. The Committee. however. recommends repeal or amendment of the 
Smith Act to make clear that “conPpiracg” to engage in political advocacy cannot 
be investigated. (See Recommendation 93.) 
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tion that [an] American or foreigner will soon engage in terrorist 
activity or hostile foreign intelligence activity.” 

This recommendation has been among the most difficult of the 
domestic intelligence recommendations to draft. It. was difficult. be- 
cause it. represents the Committee’s effort to draw the fine line between 
legitimate investigations of conduct and illegitimate investigations of 
advocacy and association. Originally the Committee was of the view 
that a threshold of “reasonable susp’icion” should apply to initiating 
even limited preliminary intelhgence investigations of terrorist or 
hostile foreign intelligence activities. However, the Committee was 
persuaded by the Dqartment of ,Justice that. having narrowly defined 
terrorist, and hostile foreign intelligences activities, a “reasonable. sus- 
picion” threshold might be unrvorkable at the, preliminary stage. Such 
a threshold might prohibit the FBI from investigat.ing an allegation 
of extremelp dlangerous activity made by an anonymous source or a 
source of unknown reliability. The “reasonable susp~ion” standa.rd re- 
quires that the investigator have. confidence in the, reliability of the 
individual providing the information and some corroboration of the 
information. 

However, the Committee is caut.ious in proposing a standard of 
“specific allegation or specific or substantiated information” because it 
permits initiation of a preliminary investigation which includes the 
use of phvsiwl surveillance and a survey of, but not targeting of, exist- 
ing confidential human sources. The Committee encourages the 
Attorney General to work with the Congress to improve upon the 
language we recomnlend in Recommendation 44 before including it. in 
any legislative charter. If adopted. both the attorney General and the 
appropriate oversight committees should periodicallv conduct a care- 
ful review of the application of the standard bv the FBI. 

The ult)imate goal which Congress should seek in enacting such 
legislation is the development of a. standard for the initiation of intel- 
ligence investigations which permits investigations of credible allega- 
tions of conduct, which if uninterrupted will soon result in terrorist 
activit.ies or hostile foreign intelligence activities as lve define them. 
It must not permit, investigations of consitutionally protected activi- 
ties as the Committee described them in the last paragraph of Recom- 
mendcation 44. The following are examples of the Committee’s intent. 

Recommendation 44 would prohibit the initiation of an investigation 
based upon “mere advocacv :” 

-An investigation could not be init.iated, for example, when the 
Bureau receives an allegation that. a member of a dissident group has 
made statements at the group’s meeting that “America needs a Marx- 
ist-Leninist government -and needs to get rid of the fat cat capitalist 
pigs.” 

The Committee has found serious abuses in past FBI investigations 
of groups. In the conduct of these investigations, the FBI often failed 
to distinguish between members who rere engaged in criminal activity 
and those who were exercising their constitutional rights of assoeia- 
tion. The Committee’s recommendations \vould only permit investiga- 
tion of a group in two situations : first, where the FBI receives infor- 
mation that the avowed purpose of the group is “soon to engage in ter- 
rorist activity or hostile forei,gn intelligence activitv”; or second, where 
the FBI has information that unidentified members of a group are 
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“soon to engage in terrorist activity or hostile foreign intelligence 
activity”. In both cases the FBI may focus on the group to determine 
the identity of those members who plan soon to engage in such activity. 
However, in ‘both cases the FBI should minimize the collection of in- 
format,ion about law-abiding members of the group or any lawful 
activities of the group. 

-Where the FBI has information that certain chapters of a polit.ical 
or.ganization had “action squads,!’ the purpose of which was to com- 
mit terrrorist acts, the FBI could investigate all members of a partic- 
ular “action squad” where it had an allegation that this “action squad” 
planned to assassinate, for example, Members of Congress. 

-An investigation could be initiated based upon specific informa- 
tion obtained by the FBI that unidentified members of a Washington, 
D.C ,., group are planning to assassinate Members of Congress. 

The Committee’s recommendations would not permit investigation of 
mere association : 

-The FBI could not investigate an allegation that a member of 
the Klan has lunch regularly with the mayor of a southern community. 

-The FBI could not investigate the allegation that a U.S. Senator 
attended a cocktail party at a foreign embassy where a foreign intel- 
ligence agent was present. 

However, when additional facts are added indicating conduct which 
might constitute terrorist activity or hostile foreign intelligence 
activity. investigation might be authorized : 

-The FBI could initiate an investigation of a dynamite dealer 
who met with a member of the “action squad” described above. 

-Likewise, the FBI could initiate an investigation of a member 
of the National Security Council staff who met clandestinely with a 
known foreign intelligence agent in an obscure Paris restaurant.. 

Investigations of contacts can become quite troublesome when the 
contact takes place within the context of political activities or associa- 
tion for the purpose of petitioning the government. Law-abiding 
American protest groups may share common goals with groups in 
other countries. The. obvious example was the widespread opposition 
in the late 1960’s, at home and abroad, to America’s role in Vietnam. 

Furthermore, Americans should be free to communicate about such 
issues with persons in other countries! to attend international confer- 
ences and to exchange views or information about planned protest 
activities with like-minded foreign groups. Such activity, in itself, 
would not be the basis for a preliminary investigation under these 
recommendations : 

-The FBI could not open an investigation of an anti-war group 
because “known communists” were also in attendance at a group meet- 
ing even if it had reason to believe that the communists’ instructions 
were to influence the group or that the group shared the goals of the 
Soviet Union on ending the war in Vietnam. 

-The FBI coulcl not open an investigation of an anti-war act.ivist 
who attends an international peace conference in Oslo where foreign 
intelligence, agents wonld be, in attendance even if the*FBI had reason 
to belicrc that they might, attempt to recruit. the activist. Of course! t,he 
CL4 would not, be prevented from surveillance of the foreign agent.‘s 
activities. 

However, if the Bureau had additional information suggesting that 
the activities of the -1111ericans in the above hypothetical cases were 
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more than mere association to petition for redress of grievances, an 
investigation would be legitimate. 

-Where the FBI had received information that the anti-war activ- 
ist traveling to Oslo intended to meet with a person he knew to be a 
foreign intelligence agent to rece.ive inst.ruct.ions to conduct espionage 
on behalf of a host,ile foreign country, the FBI could open a prelinu- 
nary investigation of the activist.. 

The Committee cautions the Department of Justice and FBI that 
in opening investigations of conduct occurring in the context of politi- 
cal activities, it should endeavor to ensure that the allegation prompt- 
ing the investigation is from a reliable source. 

Certainly, however, where the FBI has received a specific allega- 
tion or specific or substantiated information that an American or 
foreigner will soon engage in hostile foreign intelligence activity 
or terrorist activity, it may conduct an investigation. For example, it 
could do so : 

-Where the FBI receives information that an American has been 
recruited by a hostile intelligence service; 

-Where the FBI receives information that an atomic scientist has 
had a number of clandestine meetings with a hostile foreign intelli- 
gence agent. 

Recommendation fi.-The FBI should be permitted to collect in- 
formation to assist federal, state, and local officials in connection with 
a civil disorder either- 

(i) After the -4ttorney General finds in writing that there is a clear 
and immediate threat of domestic violence or rioting which is likely 
to require implementation of 10 U.S.C. 332 or 333 (the use of federal 
troops for the enforcement of federal law or federal court orders), or 
likely to result in a request by the governor or legislature of a state 
pursuant to 10 U.S.C. 331 for the use of federal militia or other federal 
armed forces as a countermeasure ; *ja or 

(ii) After such troops have been introduced. 
Recommendation &-FBI assistance to federal, state, and local 

officials in connection with a civil disorder should be limited to collect- 
ing information necessary for 

(1) the President in making decisions concerning the introduction 
of federal troops ; 

(2) military officials in positioning and supporting such troops ; and 
(3) state and local officials in coordinating their activities with such 

military officials. 

4. Background Investigations 
Recomwndation hr.--The FBI should be permitted to participate 

in the federal government’s program of background investigations of 
federal employees or employees of federal contractors. The authority 
to conduct such investigations should not, however, be used as the basis 
for conducting investigations of other persons. In addition, Congress 
should examine the standards of Executive Order 10450, which serves 
as the current authority for FBI background investigations, to deter- 
mine whether additional legislation is necessary to : 

(a) modify criteria based on political beliefs and associations unre- 
lated to suitability for employment; such modification should make 

CFa This recommendation does not prevent the FBI from conducting criminal 
investigations or preventive intelligence investigations of terrorist atits in 
connection with a civil disorder. 
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those criteria consistent, with judicial decisions regarding privacy of 
political association; 4c and 

(6) restrict the dissemination of information from name checks 47 
of information related to suitability for employment. 

5. Xecurity Risk Investigations 

Recommend&on &?--Under regulations to be formulated by the 
Attorney General, t,he FBI should be permitted to investigate a spe- 
cific allegation that an individual within the Executive branch with ac- 
cess to classified information is a security risk as described in Execu- 
tive Order 104c50. Such investigation should not continue longer than 
thirty days except upon written approval of the Attorney General or 
his designee. 

6. Xecurity Leak Investigations 
Recom.mendation @.--Under regulations to be formulated by the 

Attorney General, the FBI should be permitted to investigate a spe- 
cific allegation of the improper disclosure of classified information by 
emplovecs or contractors of the Executive branch.48 Such investigation 
should not cont.inue longer than thirty days except upon written ap- 
proval of the Attorney General or his designee. 
d. Authorized Znvestigatice Techniques 

The following recommendations contain the Committee’s proposed 
controls on the use of investigative techniques in domestic security 
investigations which would be authorized herein. There are three 
types of investigative techniques: (1) overt techniques (e.g., inter- 
views), (2) name checks (review of existing government files), and 
(3) covert techniques (which range, for example, from electromc sur- 
veillance and informants to the review of credit records). 

The objective of these recommendations, like the Attorney General’s 
domestic security guidelines? is to ensure that the more intrusive the 
technique, the more stringent the procedural checks that will be ap- 
plied to it. Therefore, the recommendation would permit overt tech- 
niques and name checks in any of the investigative areas described 
above. 

With respect to covert technique. the Committee decided upon pro- 
cedures to apply to the use of a particular covert technique based upon 
three considerations : (1) its potential for abuse, (2) the practicability 
of applying the procedure to the technique, and (3) the facts and cir- 
cumstances giving rise to the request for use of the technique (whether 
the facts warrant a full investigation or only a pr.eliminary investiga- 
tion). The most intrusive covert techniques (electronic surveillance. 
mail opening, and surreptitious entry) would be permissible only if 
a judicial warrant, were obtained as required in Recommendations 51 
through 54. FBI requests to target paid or controlled informants, to 
review tax returns, to use mail corers. or to use any other covert tech- 
niques in domestic security investigations would be subject to review 

(8 For example, NAACP v. Alabama, 357 U.S. 449 (1958) ; Bates v. Little Rock, 
361 U.S. 616 (1960). 

” See definition of “name checks” at p. 340. 
‘*If Congress enacts a security leak criminal statute, this additional investi- 

gative authoritg would be unnecessary. Securit? leaks would be handled as tra- 
ditional criminal investigations as described in Recommendations 42 and 43 
above. 
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and in some cases to prior approval by the Attorney General’s office, 
as described in Recommendations 55 through 62.49 

The judicial warrant require.ment the Committee recommends for 
electronic surveillance is similar in many respects to the Administra- 
tion’s bill, which is a welcome ‘departure from past pract.ice. The Com- 
mittee, like the Administration, believes that there should ‘be no elec- 
tronic surveillance within the United States which is not subject to a 
judicial warrant procedure. Both would also authorize warrants for 
electronic surveillance of foreigners who are officers, agents, or em- 
ployees of foreign powers, even though the government could not 
point to probable cause of criminal act,ivity. 

However, while the constitutional issue has not been resolved, the 
Committee does not believe that the President has inherent power to 
authorize the targeting of an American for eledtronic surveillance 
without a warrant, as suggested by t.he Administration bill. Certainly, 
if Congress requires a warrant for the targeting of an American for 
traditional electronic surveillance or for the most sophisticated NSA 
techniques, at home or abroad, then the dange.rous doctrine of inherent 
Executive power to target an American for electronic surveillance can 
be put to rest at 1asL’~” The Committee also would require that no 
American be t.argeted for electronic surveillance except upon a judi- 
cial finding of probable criminal ‘activity. The Administration bill 
would permit electronic surre.illance in the absence of probable crime 
if the American is engaged in (or aiding or abetting a person engaged 
in) “clandestine intelligence activity” (an undefined term) under the 
direction of a foreign power. Targeting an American for electronic 
surveill~ance in the absence of probable cause to believe he might wm- 
mit a crime is unwise and unnecessary. 

In Part X, the Committee recommends that Congress consider 
amending the Espionage Act to cover modern forms of industrial, 
technological, or economic espionage not now prohibited. At the same 
time, electronic surveillance targe.ted at an American should be author- 
ized where there is probable cause to believe he is engaged in such 
activity. Thus, the Committee agrees with the Attorney General that 
such activity may subject an American to electronic surveillance. But, 
as a matter of principle, the Committee believes t.hat an American 
ought not to be targeted for surveillance unless there is probable cause 
to believe he may violate the law. The Commit.tee’s record suggests that 
use of undefined terms, not tied to matters sufficiently serious to be 
the subject of criminal statutes, is a dangerous basis for intrusive 
investigations. 

The paid and directed informant was a principal source of excesses 
revealed in our record. However, we do not propose the application 
of a judicial warrant procedure to informants. Instead, we propose 
a requirement of approval by the Attorney General based upon a 
probable cause standard. Because of t.he potential for abuse, however, 
we believe t.he warrant issue should be thoroughly reviewed after two 
years’ experience. 

-Review of tax returns and mail covers would also be subject to the Post 
Office and IRS procedures described in earlier recommendations. 

““‘When the President takes measures incompatible with the expressed or 
implied will of Congress, his power is at its lowest ebb. . . .” (Youngstown Sheet 
& Tube Co. v. Sawyer, 343 U.S. 579, 637 (1952), Justice Jackson concurring.) 
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There are some differences between the Attorney General and the 
Committee on the use of informants. 5. The Attorney General would 
permit, the FBI to make unrestricted use.of existing informants in a 
preliminary intelligence investigation. The Committee recognizes the 
legitimacy of using existing informants for certain purposes-for 
example, to identifv a nevi subject who has come to the attention of 
the Bureau. However, the Committee believes there should be certain 
restrictions for existing informants. Indeed, almost all of the infor- 
mant abuses-overly broad reporting, the ghetto informant program, 
agents provocateur. etc.-involved existing informants. 

The real issue is not the development of new informants, bnt the 
sustained direction of informants, new or old, at a new target. There- 
fore, the restrictions suggested in Recommendations XI through 57 
are designed to impose standards for the sustained targeting of in- 
formants against Americans. 

The Committee requires that before an informant can be targeted 
in an intelligence investigation the Attorney General or his designee 
must make a finding that he has considered and rejected less intrusive 
techniques and that targeting the informant is necessary to the inves- 
tigation. Furthermore, the Committee would rermire that the infor- 
mant cannot be targeted for more than ninety days 51 in the intelli- 
gence investigation unless the Attornev General finds that there is 
“probable cause” that the American mill soon engage in terrorist or 
hostile foreign intelligence activity, except that if the Attornev Gen- 
eral finds compelling circumstances he may permit an additional 
sixty days. 

Other than the restrictions upon the use of informants, the Com- 
mittee would permit basically the same techniques in preliminary and 
full investigations as the Attorney General’s guidelines, although the 
Committee would require somewhat closer supervision by the At- 
torney General or his designee. Interviews (including interviews of 
existing informant’s), name checks (including checks of local police in- 
telligence files), and physical surveillance and rerielv of credit and 
telephone records would be permitted during the preliminary investi- 
gation. The Attorney General or his designee would have to review that 
investigation within one month. Vnder the guidelines. preliminary in- 
vestigations do not require approval by the ,%ttorney General or his 
designee and can continue for as long as ninety days with an addi- 
tional ninety-dav extension. The remainder of the covert techniques 
would be nermitted in full intelligence investigations. TJnder the 
Attorney General’s guidelines, the Attorney General or his designee 
only become involved in the termination of such investigations (at the 
end of one year), while the Committee’s recommendations would re- 
quire the Attornev General or his designee to authorize the initiation 
of the full investigation and the use of covert techniques in the in- 
vestigation. 
1. Owrt TPchniwPs rind .Vnmc Checks 

Recommc,ndn6’on iin.-Overt techniques and n’arne checks should be 
permitted in all of the authorized dbmest.ic security investigations 

w The Attorner General is considering additinnal guidelines on informants. 
m The period of ninety days hegins when the informant is in flaw and capable 

of reporting. 
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described above, including preliminary and full preventive intelligence 
inve&iga.tions. 

2. Covert Techniques 
a. Covert Techniguc.~ Co?qewcl 

This section corers the standards and procedures for the use of the 
following covert techniques in authorized domest.ic security 
investigations : 

(i) electronic surveillance ; 
(ii) search and seizure or surreptitious entry ; 
(iii) mail opening; 
(iv) informants ‘and other covert human sources; 
(v) mail surveillance ; 
(vi) review of tax returns and tax-related information; 
(vii) other cover% techniques-including physical surveil- 

lance, photographic surveillance, use of body recorders and 
other consensual electronic surveillance, and use of sensitive 
records of state and local government: and other institutional 
records systems pertaining to credit., medical history, social 
welfare history, or telephone calls.52 

13. Judicial Wawant Procedwes (EZectron.ic Surveillance, Mail 
Opening, Search and Xekuve, and Xurreptitious Entry) 

The requiremen’ts for judicial warpants, set forth below, are not 
intended t,o cover NSA communication intercepts. Recommendations 
14 through 18 contain the Committee’s recommendations pertaining 
to NSA intercepts, the circumstances in which a judicial warrant is 
required and the standards applicable for the issuance of such a 
warrant. 

Recommmdation 5I.--All non-consensual electronic surveilllance, 
mail-opening, and unauthorized entries should be conducted only 
upon ,authority of a judicial warrant. 

Recommendation 52.--All non-consensual electronic surveilla.nce 
should be conducted pursuant to judicial warrants issued under au- 
thority of Title III of the Omnibus Crime Control and Safe Streets 
Act of 1968. 

The Act should be amended to provide, with respect to electronic 
surveillance of foreigners in the United States, that a warrant may 
issue if 

(a) There is probable cause that t,he t’arget is an officer, employee, 
or conscious agent of a foreign power. 

(b) The Attorney Gene~ral has certified that the surveillance is 
likely to reveal information necessary to the protection of the nation 
against actual or potential attack or other hostile acts of force of a 
foreign power; to obtain foreign intelligence information deemed 
essential to the security of the United States; or to protect nlational 
security informat,ion against hostile foreign int.elligence activity. 

(c) With respect to any such e,lect.ronic surveillance, the judge 
should adopt procedures to minimize the ,acquisition ‘and retention of 
non-foreign intelligence informationlabout Americans. 

“The Committee has not taken extensive testimony on these “other covert 
techniques” and therefore, aside from the general administrative procedures 
contained in c. below, makes no recommendations designed to treat these tech- 
niques fully. 
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(oY> Such electronic surveillance should be exempt from the dis- 
closure requirements of Title III of the 1968 -4ct as to foreigners gen- 
erally and as to Americans if they are involved in hostile foreign 
intelligence. activity.“” 

hs noted earlier, the Committee believes that the espionage laws 
should be amended to include industrial espionapc ‘and other modern 
forms of espionage not presently covered and Title III should incor- 
porate any such amendment. The Committee’s recomendation is that 
both that change and the ,amendment of Tit.le III to require warrants 
for all electronic surveillance be promptly made. 

Rccommendnfio~~ 53.--Mail opening should be conducted only pur- 
suant to a judicial warrant issued upon probable cause of criminal 
activity as described in Recommendation 37. 

Rccommcndntion *id.-I’nauthorized entry should be conducted 0111~ 

upon judicial Iv-arrant issued on probable cause to believe that the 
pla.ce t.o be searched contains evidence of a crime, except unauthorized 
entry, including surreptitious entry, against foreigners n-ho are officers. 
employees, or conscious agents of a foreign power should be permit- 
ted upon judicieal warrant under the st’anclards which apply to elec- 
tronic surveillance described in Recommendation 52. 

c. Administrative Procedures (Covert Hum.an Sources, Mail 
Sure-eillance. Reriezc of Tax Returns and Tax-Related Zn- 

,formatiov. and Other Covert Techniques) 
Recommendation 55.~Covert human sources may not be directed 54 

at, man American except : 
(1) In the course of a criminal investigat.ion if netessary to the 

investigation proeided that covert human sources should not be di- 
rec’ted sat an American as a part of an investigation of a committed act 
unless t,here is reasonable suspicion to believe that the ,4merican is 
responsible for the act ,and then only for the purpose of identifying 
the perpetrators of the act. 

(2) If t.lie American is the target of a full preventive intelligence 
inwst,igation and the Attorney General or his desinee makes a written 
finding that 5o (i) he has considered and rejected less intrusive tech- 
niques; and (ii) he believes that covert human sources are necessary 
to obtain information for the investigation. 

Recom.mendation 5G.-Covert. human sources which have been di- 
rected at an American in a full preventive intelligence investigation 
should not be used to collect information on the activities of the Ameri- 
can for more than 90 days after the source is in place and capable of 
reporting. unless the attorney General or his designee finds in writing 

a Except n-here disclosure is called for in connection with the defense in the 
case of criminal prosecution. 

64 A “covert human source” is an undercover ‘agent or informant who is paid 
or otherwise controlled by the agency. A cooperating citizen is not ordinarily 
a corelit human source. A covert human source is “directed” at an American 
when the intelligence agency requests the corert human source to collect new 
information on the <activities of that individual. A covert human source is not 
“directed” at a target if the intelligence agency merely asks him for information 
already in his possession, unless through repeated inquiries, or otherwise, the 
agencr implicitly directs the informant against the targeit of the investigation. 

6i The written finding must he made prior to the time the covert human source 
is directed at an American, unless exigent circumstances make application im- 
possible, in which case the application must be made as soon thereafter as 
possible. 
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either that there are “compelling circumstances” in which c.ase they 
may be used for an additional 60 days, or that. t,here is probable cause 
that t.he ,4merican will soon engage in terrorist activities or hostile 
foreign intelligence activities. 

Recommendation 57.-All covert human sources used by the FBI 
should be revie,wed by the Attorney General or his designee as soon 
as practicable, and should be terminated 56 unless the covert human 
source could be directed against an L4nlerican in a criminal investi- 
gation or a full preventive intelligence investigation under these 
recommendat.ions. 

Recommendation. 58.-Mail surveillance and the review of tax re- 
turns and tax-related information should be conducted consistently 
with the recomme.ndat.ions contained in Part iii. In addition to restric- 
tions cont,ained in Part iii, the review of tax returns and t.ax-related 
information, as well as review of medical or social history records, 
confidential records of private institutions and confidential records of 
Federal, state, and local government agencies other than intelligence 
or law enforcement agencies may not be used against an American 
except, : 

(1) In the course of a criminal invest,igation if necessary to the in- 
vestigation ; 

(2) If the ,4nierican is t,lie target of a full preventive intelligence 
investigat.ion and the ,Qttorney General or his designee makes a written 
finding that 5i (i) h e h as considered and rejected less intrusive tech- 
niques ; and (ii) he believes that the covert technique requested by the 
Bureau is necessary to obtain information necessary to the investiga- 
tion. 

Recommendation 59.-The use of physical surveillance and review 
of credit and telephone records and any records of governmental or 
private inst.itutions other t.han those covered in Recommendation 58 
should be permitted to be used against an American, if necessary, in 
the course of either a criminal invest.igation or a preliminary or full 
preventive intelligence investigation. 

Recommendation. N-Covert techniques should be permitted at the 
scene of a potential civil disorder in the course of preventive criminal 
intelligence and criminal investigations as described above. Non-war- 
rant covert techniques may also be directed at an American during a 
civil disorder in which extensive acts of violence are occurring and 
Federal troops have been introduced. This additional authority to 
direct such covert techniques at Americans during a civil disorder 
should be limited to circumstances where Federal troops are actually 
in use and the technique is used only for the purpose of preventing 
further violence. 

Recom~mPn.dation. 61.-Covert techniques should not be directed at 
an American in the course of a background invest.igation without the 
informed written consent of t.he Smerican. 

Recommendation. &?-If Congress enacts a statute attaching crimi- 
nal sanctions to security leaks, covert techniques should be directed at 
Americans in the course of securit,y leak investigations only if such 
-- 

w Termination requires cessation of payment or any other form of direction or 
control. 

“The written finding must he made prior to the time the technique is used 
against an American. unless exigent circumstances make application impossible, 
in which case the application must be made as soon thereafter as possible. 
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techniques are consistent with Recommendation 55 (1) , 58 (1) or 59. 
With respect to security risks, Congress might consider authorizing 
covert te&niques, other than those requiring a judicial warrant, to be 
directed at Americans in the course of security risk S8 investigations, 
but only upon a written finding of the Attorney General that (i) there 
is reasonable suspicion to believe that. the individual is a security risk, 
(ii) he has considered and rejected less intrllsive techniques, and (iii) 
he believes the technique requested is necessary to the investigation. 

(d) Incidental Overhears 
Recommendation 63.-Except as limited elsewhere in these recom- 

mendations or in Title III of the Omnibus Crime Control and Safe 
Streets ,4ct of 1968, information obtained incidentally through an au- 
thorized covert technique about an ,4merican or a foreigner who is not 
the target of the covert technique can be used as the basis for any au- 
thorized domestic sec.urity investigation. 

e. Maintenance and Dissemination of Information 
The following limitations should apply to the maintenance and 

dissemination of information collected as a result of domestic security 
investigations. 

1. Relevance 
Recommendation 6,&--Information should not be maintained except 

where relevant to the purpose of an investigation. 

2. Sealing or Purging 
Recommendation 6’5.-Personally identifiable information on 

Americans obtained in the following kinds of investigations should be 
sealed or purged as follows (unless it appears on its face to be necessary 
for another authorized investigation) : 

(a) Preventive intelligence investigations of terrorist or hostile for- 
eign intelligence activities-as soon as the investigation is terminated 
by the Attorney General or his designee pursuant to Recommendation 
45 or 69. 

(b) Civil disorder assistance-as soon as the assistance is ttrmi- 
nated by the attorney General or his designee pursuant to Recom- 
mendation 69, provided t.ha’t &ere troops have been introduced such 
information need be sealed or purged only within a reasonable period 
after their withdrawal. 

Recommendation 66.-Information previously gained by the FBI 
or any other intelligence agenc,v through illegal techniques should be 
sealed or purged as soon as practicable. 

3. Disseminntion 
Recommendation 67.-Personallv identifiable information on Amer- 

icans from domestic securitv inves’tiqations may ‘be disseminated out- 
side the Department of ,Justice as follows : 

(0) Preventive intelligence investigations of terrorist activities- 
personallv identifiable information on Americans from preventive 
criminal ;ntellipencc inr&ipations of terrorist activities may he dis- 
seminnted only to : 

68 lf Conrrrws Aow not rnnct a secnritr leak rriminal statnte. Conerws mieht 
consider nnthorivine cnwrt twhniqnw in the same rircnmstnncw as swnrity risk 
investigations either as an interim measnre or as an nlternntire to snch a ststnte. 
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(1) A foreign or domestic law enforcement agency which has 
jurisdiction over the criminal activity to which the information re- 
lates ; or 

(2) To a foreign intelligence or military agency of the United 
States, if necessary for an activity permitted by these recommenda- 
tions ; or 

(3) To an appropriate federal official with authority to make per- 
sonnel decisions about the subject of the information; or 

(4) To a foreign intelligence or military agency of a cooperating 
foreign power if necessary for an activity permitted by these recom- 
mendations to similar agencies of the United States; or 

(5) Where necessary to warn state or local officials of terrorist ac- 
tivity likely to occur within their jurisdiction ; or 

(6) Where necessary to warn any person of a threat to life or prop- 
erty from terrorist activity. 

(b) Preventive intelligence inve&igations of hostile foreign intelli- 
gence activities-personally identifiable information on Americans 
from preventive criminal intelligence investigations of hostile intelli- 
gence activities may be disseminated only : 

(1) To an appropriate federal official with authority to make per- 
sonnel decisions about the subject of the information; or 

(2) To the National Security Council or the Department of State 
upon request or where appropriate to their administration of U.S. 
foreign policy ; or 

(3) To a foreign intelligence or military agency of the United 
States, if relevant to an activity permitted by these recommendations; 

‘74) T 0 a foreign intelligence or military agency of a cooperating 
foreign power if relevant to an activity permitted by these recom- 
mendations to similar agencies of the United States. 

(c) Civil disorders assistance-personally identifiable information 
on -4mericans involved in an actual or potential disorder, collected 
in the course of civil disorders assistance, should not be dissemi- 
nated outside the Department of .Just,ice except to military officials 
and appropriate state and local officials at the scene of a civil disorder 
where federal troops are presenLsg 

(d) Rackground investigations-to the maximum extent feasible, 
the resnlts of backpround investigations should be segregated within 
t’he FHT and only disseminated to ofic,ials olltside the Depart,ment of 
.Justice authorized to make personnel decisions with respect to the 
suhiect. 

(e) All other authorized domestic securitv investigations-to gov- 
ernmental officials who are guthorizerl to tyke action consistent with 

the nnmose of an investigation or who have statutory duties which 
require the information. 

4. Orer.qinh f A cress 
Rwomm,wdnfion. 6$.--officers of thp F,perllti\re branch. who are 

made resnonsihle bv these recnmmcnrlations for overeeeinq inte]]i- 

pence activities, and appropriate congressional committees should 

“PWSnnnllY idpntifighle ‘infmmlaitinn on twrorict aptititr n-hich p&ins tu, a 
civil disordw ~nnld still he disseminated ~nrsunnt to !a) ahore. 
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have access to all information necessary for their functions. The com- 
mittees should adopt procedures to protect the privacy of subjects of 
files maint~aincd by the FBI and other agencies affected by the domes 
tic. intelligence recommendat,ions. 

Rccommendntion &9.-The Attorney General should : 
(a) E&ablish a program of routine and periodic revielr- of FBI 

domestic security investigations to ensure that the FBI is complying 
with all of the foregoing recommendations; and 

(6) ;ksure, with respect to the following investigations of Amer- 
icans. that : 

(1) Preventive intelligence investigations of terrorist activity 0.r 

hostile foreign intelligence activity ‘are terminated within one, year, 
except that the Attorney Genneral or his designee may grant. exten- 
sions upon a w+tten finding of “compelling circumstances”; 

(2) Covert techniques are used in preventive intelligence investiga- 
t.ions of terrorist activity or hostile foreign intelligence ‘activity only 
so long as necessary and ncit beyond time limits established by the 
Attorne,g General except that the ,4ttomey General or his designee 
may grant, extensions upon a written finding of “compelling ciirum- 
stances”; 

(3) Civil disorders assistance is ternlinnted upon withdrawal of 
federal troops or. if troops were not introduced. within a reasonable 
time after the finding by the Attorney General that troops are likely 
to be requested. except that the Attorney General or his designee may 
grant. extensions upon a written finding of “compelling circum- 
stances.” 

v. The Responsibi7itv and AuthoGty of the Atfomw Genwa~Z 
for Oversight of Federal Domestic Secwity ,4ctic~ties Must 
Be G?urificd ard Geneml Cownne7s and Inspectors Geneml of 
Znte7ligence Agencies Rtrengthened 

The Committee’s Recommendations give the Attorney General 
broad oversight resnonsibilitv for federal domestic security activities. 
L4s the chief legal officer of the I’nited ‘States. the Attorney General is 
the. most appropriate official to be charged with ensuring that the in- 
tellipe,nce agencies of the IJnited States conduct their activities in 
accordance wit,11 the law. The Executive Order. however, places pri- 
mary responsibilky for oversight of the intelligence. agencies Jvith the 
newly created Oversight Board. 

Both the Recommendations and the Order reroplize the Attorney 
General’s primary responsibility to detect, or prevent, violations of 
law by any employee of intelliience agencies. Both charge the head 
of intelligence agencies with the duty to report to the Attorney CTen- 
era1 information which relates to possible violations of law bv any 
employee of the respective intelligence a,yencies. The Order also re- 
quires’ the Oversight Board to report periodically, at least quatierly, 
to the Attorney General on its findings and to report. in a timely man- 
ner. to the Attorney General, any activities that raise serious questions 
about legality. 
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a. Attorney Genera7 Respokbility and Re7ationship With Other 

These recommendations are intended to implement the ,Attorney 
General’s responsibility to control and supervise all of the domestic 
security activities of the federal government and to oversee activities 
of any agency affected by the Domestic Intelligence Recom- 
mendations : 

Recommcudafiou 70.-The Attorney General should review the 
internal regnlatjons of the FBI ant1 other intelligence agrncirs engag- 
ing in domestic security activit.ies to ensure that such internal regula- 
tions are proper and adequate to protect the constitutiorral rights of 
Americans. 

Recommendafiou 71.-The Attorney General or his designee (such 
as the Office of Legal Counsel of the Department of ,Justice) should 
advise the General Counsels of intelligence agencies on interpreta- 
tions of stat&es and rrgnlations adopted pnrsnant to these recommen- 
dations and on such other legal questions as are described in b. below. 

Recommcndafio?,. %.-The Attorney General should have ultimate 
responsibility for the investigation of alleged violations of law re- 
latmg to the Domestic Intelligence RecolllmendatiolIs. 

Recommendntiol, 7,9.-The Attorney General should be notified of 
possible alleged violations of law through the Office of Professional 
Responsibibty (described in c. below) by agency heads, General 
Counsel, or Inspectors General of intelligence. agencies as provided 
in R. below. 

Recomm.Pndation 74.-The heads of all intelligence agencies affected 
by these recommendations are responsible for the prevention and de- 
tection of alleged violations of the law by, or on behalf of, their re- 
spective agencies and for the reporting to the Attorney General of 
a,11 snch alleged violations. 6o Each such agencv head shonld also assnre 
his agency’s cooperation with the Attorney General in investigations 
of alleged violations. 

6. General Cou.nsel and Inspectors General of lntell~gence 
The Committee recommends that the FRRI and each other intelli- 

gence agency should have a general counsel nominated by the Presi- 
dent and confirmed by the Senate,. There is no provision in the Execu- 
tive Order making General Counsels of intelligence agencies subject to 
Senate confirmation. The Committee believes that the extraordinary 
responsibilities exercised by the General Counsel of these agencies 
make it very important that these officials are subject to examination 
by the Senate prior to their confirmation. The. Committee further be- 
lieves that making such positions subject to Presidential appointment 
and senatorial confirmation will increase the statnre of the office and 
will protect, the independence of judgment of the General Counsel. 

The Committee Recommendations differ from the Executive Order 
in two other important respects. The Recommendations provide that 
the General Connsel should review all significant proposed agency 
act,ivities to deterurine their legality. They also provide a mechanism 

MThis recommendation must he read along with recommendations contained 
in Part ii, limiting the authority of foreign in~telligence and m’ilitarg agencies 
to investigate security leaks or security risks involving their employe& and 
centralizing those investigations in the FBI. 
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whcrrby the Inspector General or General Counsel of an intelligence 
agency can. in estraordinary circninst.ances. and if requested by an 
cn~pl+co of the A4genc;v. prokide information directly to the Attornyv 
General or appropriate con~ressionnl orersi,rrllt committees without 
informinp the head of the apency. 

The Committee Recommendations also go beyond the Executive 
Orclcr in reqnirin,rr n,rrcncg hcnds to report to apllropriate committees 
of the Congress and the Attorney General on the activities of the Mice 
of the General Counsel and the Offke of the Inspector General. The 
Committee hclieves that, the reporting requirrments will facilitate 
orcrsipht of the intelli,rrence agencies and of those important offices 
n-ithin them. 

Rrcommrndcrfion 7?i.-To assist. the Attorney General and the 
agency heads in the functions described in a. above. the FRI and each 
ot.her ‘intelligence apencg should have a General Counsel, nominated 
hy the President. and confirmed by the Senate, and an Inspector Gen- 
eral appointed bv the agency head. 

Recommenhion. 76.-Anv individual having information on past, 
rnrrrnt, or proposed activities which anpear to he illegal, improper, 
or in violation of agency policy shonld he required to report the mat- 
ter immediately to the Apencv head, General Counsel, or Inspector 
General. Tf the rnntter is not. initially reported to the General Counsel, 
he should be notified by t.he Agency head or Inspector Genwal. Each 
agencv should regularly remind employees of their obligation to report 
snch information. 

Recommenddion 77.-As provided in Recommemlation 74, the 
heads of the FRT and of other intellirrence arrencies are responsible 
for reporting to the Attorney General alIeged violations of law. When 
such reports are made, the appropriate congressional committees 
should he notified.61 

Rrcommrn.dnfion 7X-The General Counsel and Tnsncctor General 
of the FBI and of each other intelligence agency should have nn- 
restricted access to all informat.ion in the nossrssion of the agency 
a.nd shonld have the authority to review all of the a.qency’s activities.c2 
The, Attornev General. or the Office of Professional Responsibility on 
11is behalf. shonld hare access to all information in the nossessioh of 
an agency which. in the oninion of the Att.orney General, is necessary 
for an investkntion of illewl activity. 

Rtvwmmwdntion 7.9.-The Gwwral Counsel of the FBI and of each 
other intelligence aFencv should review all significant pronosed apenq 
activities to detrrmine their legality and constitutionality. 

m The Inspector General and General Counsel should hare anthnrity, in ex- 
tranrdinary circnmstanres. anA if rqnestd hv av employee of the sgpneg 
proriAing information. to nass the information rlirertly to the Attorney General 
and to notify the apnrnnriatc congressional committees withnnt informing the 
head of the agency. Furthermore. nothing herein should nrnhihit an emnlnyee 
from renorting on his own snch information Airprt1.v to the Attorne.v General 
or an appropriate mngressinnal oversight committee. 

“‘I%Q hwd of the agency shwlrl hp remind tn pmridp to the apnrnpriate 
orersight committees of thp Cnngrws anrl the Exwutiw branch and the At- 
tnrnPy Qneral an immwliate esplanatinn. in writing. of any instance in 
which the Inspwtor General or the General Crmnsel hns hwn rlpniwd arrpss to 
information. has hem instrncted not to report on a particnlar activity or has 
heen denied the authority to investigate a particular activity. 
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Recom.mendation 80.-The Director of the FBI and the heads of 
eac.h other intelligence a.gency should be required to report. at least 
annna!l~, to the appropriate committee of the Congress. on the activi- 
ties of the. General Counsel and the Office of the Inspector General.G” 

Xcco,)z,n?cnclrrfio1,. 81.-The Director of the FBI and the heads of 
each other intelligence agency should be required to report, at. kast 
annualI\-. to the -1ttorney General on all reports of act,ivities which 
appear Illegal, improper, outside Olie Icgislative charter, or in violation 
of a.gency regulations. Such reports should include the General Coun- 
sel? find’iqgs concerning these activities, a summary of the Inspector 
General’s investigations of these activities, and the practices and pro- 
cedures developed to discover activities that raise questions of legality 
or propriety. 

c. Office of Professional Responsi6il~ty 

Rccol?2.?,2en.dcttio?zz &%--The Office of Professional Responsibility 
created by Attorney General Levi should be recognized in statute. The 
director of the office, appointed bg the Attorney General, should 
report directly to the Attorney General or the Deputy Attorney Gen- 
eral. The functions of t.he office should include: 

(a) Serving as a central repository of reports and notifications 
provided the Attorney General ; and 

(6) Investigation?, if requw&d by the Attorney General of alleged 
violations by intelhgence agencies of statutes enacted or regulations 
promulgated pursuant to these recommendations.64 

d. Director of the FBI and Assistant Directors of the FBI 
Recommendation 83.-The Attorney Genera.1 is responsible for all 

of the ,adirit.ies of the FBI, and the Dire&or of the FBI is responsible 
t.o, and should be under the supervision and control of, rthe Attorney 
General. 

Recommendation g&-The Director of the FBI should be nominated 
by the President and confirmed by the Senate to serve at the pleasure 
of the President for a single term of not more than eight years. 

Recommendation 85.-The Atitorney General should consider exer- 
cising his power to appoint Assistant Directors of khe FBI. A maxi- 
mum term of years should be imposed on the tenure of the Assistant 
Director for the Intelligence Division.e*a 

@The report should include: (a) a summary of all agency activities that 
raise questions of legality or propriety and the General Counsel’s findings con- 
cerning these activities; (b) a summary of the Inspector General’s investiga- 
tions concerning any of these activities; (c) a summary of the practices and 
procedures developed to discover activities that raise questions of legality or 
propriety ; (d) a summary of each componen’t, program or issue survey, including 
the Inspector General’s recommendations and the Director’s decisions; and (e) 
a summary of all other matters handled b? the Inspector General. 

The report should also include discussion of: (a) ma,jor legal problems facing 
the Agency ; (b) the need for additional statutes; and (c) any cases referred 
to the Department of Juwtiw. 

64 The functions of the Oflke should not include: (a) exercise of routine super- 
vision of FBI domestic sewrity investkatinns ; (b) making requests to other 
agencies to conduct investigations or direct covert techniques at Americans; 
or (c) inrnlrement in any other supervisory functions which it might ultimately 
be required to investirate. 

8L* It is not proposed that this recbmmendation be enadted as a statute. 
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vi. Adnuhistrative hhlcnzakiny a.nd Increased Disc7osure 
Xho?17d He Rcqui,yed 

a. Administ~*atire Ru,7emaking 
Z:ccm?l.?n,cncJati017, R(i.-The Attorney General should approve all ad- 

ministrative rcgnlations rcquircd to implement. statutes civatrd pur- 
slwnt to tl1esc recommendations. 

ZZ~com~nzc~iclnfiot~~ 87.~Such regulations. except for regulations con- 
cerning investigations of liostilc foreign intelligtncr activity 01’ other 
i11attws which arc properly classified. slionld be issued pursuant to the 
Administrative Procedures hct and should bc subject to the apln+oral 
of tlic A\ttoi71ey Ge~irral. 

/:~~0.1)7771~lln~1tiol/ 88.-The effective date of regulations prtiaining 
to tlio following matters should be delayed ninety days. during which 
time Congress would have the opportunity to review sncli rcgula- 
tions : 66 

(n) Any CL4 activities against Smericans. as permittrtl in ii.a. 
above.; 

(6) Military activities at. the, time of a civil disorder; 
(c) The. authorized scope of domestic security inrest.ipations, au- 

tl1orized investigat.irc techniques, maintenance ant1 dissemination of 
information by the FBI ; ‘and 

(n) The terminat.ion of investigations and covert, techniques as de- 
scribed in Part iv. 

h. Zliw704ure 
RccommCndntion, 89.-Each year t,he FBI and other intelligence 

agencirs affected by these recommendations should be required to seek 
annual statutory authorization for their programs. 

Rccommendnfion SO.-The Freedom of Informat.ion Act (5 V.&C. 
552(b) ) and the Federal Privacy Act. (5 I-7.S.C. 552(a) ) provide im- 
portant mechanisms by xyhich individuals can gain awes t.o informa- 
tion on intelligence activity directed against them. The Dome&k In- 
telligence Recommendations assume that these statutes will continue 
to be vigorously enforced. In addition, the Department, of Justice 
should notify all readily identifiable targek of past. illegal surveillance 
trchniques, and all COIKTELPRO vi&ims. and tl1ird parties who had 
received ‘anonvn1ous COINTELPRO communications. of the nature 
of the activities directed against them, or the source of the anonymous 
communication to them.6Sa 

vii. Civil Remedies Xhou7d Be Expanded 
Recommendation 91 expresses the Committee’s concern for estab- 

lishing a legislative scheme which will afford effective redress to people 
who are injured by improper federal inkllipence a&i&y. The rwom- 
mended provisions for civil remedies are also intended to deter im- 
l~l’opcr intelligence activity without restricting the sound exercise of 
tliwrrtion by intelligence officers at headquarters or in the field. 

As t,he Committee’s investigation has shown, many Americans hare 
suffered injuries fron1 domestic intelligence activity. ranging from de- 
privation of constitutional rights of pr’ivacy and free speech to the 
loss of a job or professional standing, break-up of a marriage, and 
impairment of physical or mental health. But. the extent,, if ‘any, to 

es This review procedure would be similar to the procedure followed with re- 
spect to the promlllgation of the Federal Rules of Criminal and Civil Procedure. 

85L It is not proposed that this recommendation be enacted as a statute. 
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which an injured citizen can seek relief-either monetary or injunc- 
tive-from the govcriiincnt or from an indiritlunl intelligence officer is 
far fro111 cle:ll- ulltlcl~ t11c plY?“c”t state of the law. 

One major disparity in the current, state of the law is that? under 
the Reconstrac-tion era Civil Hights Act of 1871, the deprivation of 
constitutional rights b;\’ an officer or agent of a state government pro- 
vides the basis for a suit to redress the, injury incurred; 66 but there is 
no statute x-hich extends the same remedies for identical injuries when 
they hare, caused by a federal officer. 

In the landmark Ricens case, the Supreme Court held that a federal 
officer could be sued for money damages for violat,ing a citizen’s 
Fourth Amendment. rights.G: Whether monetary damages can be ob- 
tained for violation of other constit.utional rights by federal officers 
remains unclear. 

While we believe that any citizen with a substantial and specific 
claim to injury from intelligence activity should have standing to sue, 
the Committee is aware of the need for judicial protection against 
legal claims which amount to harassment or distraction of government 
officials, disruption of legitimate investigations, and wasteful ex- 
penditure of government resources. We also seek to ensure that the 
creation of a civil remec!y for ‘aggrieved persons does not impinge upon 
the proper exercise of cllscretion by federal officials. 

Therefore. we recommend that where a government official-as op- 
posed to the government itself-acted in good faith and with the 
reasonable belief that his conduct was lawful. he should have an affirm- 
‘atire defense to a suit. for damages brought under the proposed statute. 
To tighten the system of accountability and control of clomestic intel- 
ligence activity, the Committee proposes that this defense be struc- 
tured to encourage intelligence officers to obtain written authorization 
for questionable activities and to seek legal advice about them.6s 

To avoid penalizing federal officers and agents for the exercise of 
discretion, the Committee believes that the government should in- 
demnify their attorney fees and reasonable litigation costs when they 
are held not to be liable. To avoid burdening the taxpayers for the 
deliberate misconcluct of intelligence officers and agents, we believe 
the government should be able to seek reimbursement from those 
who willfully and knowingly violate statutory charters or the 
Constitution. 

Furthermore, we believe that the courts will be able to fashion dis- 
covery procedures. including inspection of materilal in chambers, and to 
issue orders as the interests of justice require, to allow plaintiffs with 
substantial claims to uncover enough factual material to argue their 
case, whiln protecting the secrecy of governmental information in 
which there is a legitimate security interest.. 

The Committee recommends that a legislative scheme of civil reme- 
dies for the victims of intelligence activity be established along the 

66 42 U.S.C. 19B. 
” Bicms v. Six Unknomt Fed. Narcoticn Agents, 403 11.8. 388 (1971). 
=One means of structuring such a defense vnild he to create a rebuttable 

presumption that an indiridd defendant acted so as to avail himself of this 
defense when he proves that he acted in good faith reliance upon : (1) a written 
order or dirpctire by a gorernment officer empowered to authorize him to take 
action ; or (2) a written assurance by an appropriate legal officer that his action 
is lawful. 

68-186 0 - 76 - 23 
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following lines to clarify the state of the law, to encourage the respon- 
sible execution of duties created by the statutes recommended herein 
to regulate intelligence agencies, and to provide relief for the victims of 
illegal intelligence activity. 

Recomrnendat7b.v .91.-C ongress should enact a comprehensive oivil 
remedies statute which would accomplish the following: 69 

(a) Anv American n-ith a substantial and specific claim 7o to an 
actual or threatened injury by a violation of the Constitution by federal 
intelligence officers or agents i1 acting under color of law should have 
a federal cause of action against. the government and the individual 
federal intelligence officer or agent responsible for the violation, with- 
Out regarcl to the nlonetlary amount in controversy. If actual injury 
is proven in court, the Committee believes that the injured person 
should be entitled to equitable relief, actual, general, and punitive 
damages, and recovery of the costs of litigationTz If threatened injury 
is proven in court, the Committee believes that equitable relief and 
recovery of the costs of litigation should be available. 

(6) Any American vith a substantial‘and specific claim to actual 
or threatened injury by violation of the st.atutory charter for intel- 
ligence activity (as proposed by these Domestic Intelligence Recom- 
mendations) should have a cause of action for relief as in (a) above. 

(c) Because of the secrecy that surrounds intelligence programs, the 
Committee believes that a plaintiff should have two years from the 
date upon which he discovers, or reasonably should have discovered, 
the facts which give rise to a cause of action for relief from a constitu- 
tional or statutory violation. 

(d) Whatever statutory provision may be made to permit an indi- 
vidual defendant to raise an affirmative defense t.hat he acted within 
the scope of his official duties, in good faith, and with a reasonable 
belief that the action he took was lawful, the Committee believes 
t,hat to ensure relief to persons injured by governmental intelligence 
activity, t,his defense should be available solely to individual defend- 
ants and should not extend to the government. Moreover, the defense 
should not be available to bar injunctions against individual 
defendants. 

viii. Crimimd Penalties Should Be Enacted 
Recommendation 92.-The Committee believes that criminal penal- 

ties should apply, where appropriate, to willful and knowing 

B Due to the scope of the Committee’s mandate, we have taken evidence only 
on constitutional violations by intelligence officers and agents. However, the 
anomalies and lack of clarity in the present state of the law las discussed 
above) and the breadth of constitutional violations revealed by our record, 
suggest to us that a general civil remedy would be appropriate. Thus, we urge 
consideration of a statutory civil remedy for constitutional violations by any 
federal ofllcer; and we encourage the appropriate committees of the Congress 
to take testimony on this subject. 

7o The requirement of a substantial and specific claim is intended to allow 
a judge to screen out frivolous claims where a plaintiff cannot allege specific 
facts which indicate that he was the target of illegal intelligence activity. 

n “Federal intelligence officers or agents” should include a person who was 
an intelligence officer, employee, or agent at the time a cause of action arose. 
“Agent” should include anyone acting with actual, implied. or apparent authority. 

@The right to recover “costs of litigation” is intended to include recovery of 
reasonable attorney fees as well as other litigation costs reasonably incurred 
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violations of statutes enacted pursuant to the Domestic Intelligence 
Recommendations. 

ix. The Sm.ith Act and the Voorhis Act Should Either Be 
Repealed or Amwded 

Recommendation 9Z.-Congress should either repeal the Smith Act 
(18 USC. 2385) and the Voorhis Act (18 U.S.C. 2386), which on 
their face appear to authorize investigation of “mere advocacy” of 
a political ideology, or amend those statutes so that domestic security 
investigations are only directed at conduct which might serve as the 
basis for a constitutional criminal prosecution, under Supreme Court 
decisions interpreting these and related statutes.73 

x. The Espio‘nayc Statute Should be Modernized 
As suggested in its definition of “liost,ile foreign intelligence ac- 

t,ivit.y” and its recommendations on warrants for electronic surveil- 
lance, the Committee agrees with the Attorney General that there may 
be serious deficiencies in the Federal Espionage Statute (18 U.S.C. 
792 et seq.). The basic prohibitions of that statute have not been 
amended since 1917 and do not encompass certain forms of industrial, 
technological. or economic espionage. The Attorney General in a recent 
letter to Se,nator Kennedy (Reprinted on p. S3889 of the Congres- 
sional Record of March 23, 1976) describes some of the problem areas 
of the statute, including industrial espionage (e.g., a spy obtaining 
information on computer technolo,oy for ‘a foreign power). The Com- 
mittee took no testimony on this subject and, therefore, makes no 
specific proposal other than that the appropriate committees of the 
Congress explore the necessity for amendments to the statute. 

Recommendation g&-The appropriate committees of the Congress 
should review the Espionage &Act of 1917 to determine whether it 
should be amended to cover modern forms of foreign espionage, in- 
cluding industrial, technological or economic espionage. 

xi. Broader Access to Intelligence Agency File8 Should be Pro- 
vided to GAO, as an Investigative Arm of the Crmgress 

Recommendation 95.-The appropriate congressional oversight 
committees of the Congress should, from time bo time, request the 
Comptroller General of the United States to conduct audits and re- 
views of the intelligence activities of any department or agency of the 
United States affected by the Domestic Intelligence Recommendations. 
For such purpose, the Comptroller General, or any of his duly au- 
thorized representatives, should have access to, and the right, to ex- 
amine, all necessary materials of any such department or agency. 

xii. Congressional Oversight Should Be Intensified 
Recommendation 96.-The Committee reendorses the concept of 

vigorous Senate oversight to review the conduct of domestic security 
activities through a new permanent intelligence oversight committee. 

xiii. Definitions 
For the purposes of these recommendations : 

A. “Americans” means U.S. citizens, resident aliens and unincor- 
porated associations! composed primarily of U.S. citizens or res- 

"E.g. Yates v. United States, 354 U.S. 298 (1957) ; Noto v. United State& 367 
U.S.296 (1961); BranndenWrg v. Ohio,395 U.S.444 (1969). 
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ident aliens; and corporations, incorporated or having their 
principal place of business in the United States or having majority 
ownership by U.S. citizens, or resident aliens, including foreign 
subsidiaries of such corporations provided, however, “Americans” 
does not include corporations directed by foreign governments or 
organizations. 

“Collect” means to gather or initiate the acquisition of informa- 
tion, or to request it from another agency. 
A “covert human source” means undercover agents or informants 
who are paid or otherwise controlled by an agency. 

“Covert techniques” means the collection of information, includ- 
ing collection from record sources not readily available to a pri- 
vate person (except state or local law enforcement files), in such 
a manner as not to be detected by the subject. 

“Domestic security activities” means governmental activities 
against Americans or conducted within the United States or its 
territories, including enforcement of the criminal laws, intended 
to : 

1. protect the United States from hostile foreign intelligence 
activity including espionage ; 

2. protect the federal, state, and local governments from 
domestic violence or rioting; and 

3. protect Americans and their government from terrorists. 
“Foreign communications,” refers to a communication between, or 

among, two or more parties in which at least one party is outside 
the United States, or a communication transmitted between points 
within the United States if transmitted over a facility which is 
under the control of, or exclusively used by, a foreign government. 

“Foreigners” means persons and organizations who are not 
Americans as defined above. 

“Hostile foreign intelligence activities” means acts, or conspiracies, 
by Americans or foreigners, who are officers, employees, or con- 
scious agents of a foreign poFer, or who? pursuant to the direction 
of a foreign power, engage in clandestine intelligence activity,74 
or engage in espionage, sabotage or similar conduct in violation 
of federal criminal statutes. 
“Name checks” means the retrieval by an agency of information 
already in the possession of the federal government or in the 
possession of state or local law enforcement agencies. 

“Overt investigative techniques” means the collection of informa- 
tion readily available from public. sources, or availtable to a private 
person, including interviews of the subject or his friends or 
associates. 

“Purged” means to destroy or transfer to the National Archieves 
all personally identifiable information (including references in 
any general name index). 

” The term “clandestine intelligence activity” is included in this definition at 
the suggestion of ofkials of the Department of Justice. Certain activities engaged 
in bv the conscious agents of foreign wwers. such as some forms of industrial, 
techhological, or economic espionage, are not ‘now prohibited by federal statutes. 
It would be preferable to amend the espionage laws to cover such activity and 
eliminate this term. As B mat’ter of principle, intelligence agencies should not 
investigate activities of Americans which are not federal criminal statutea 
Therefore, the Committee recommends (in Recommendation -) that Congress 
immediately consider enacting such statutes and then eliminating this term. 
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L. ‘Sealed” means to retain personally identifiable information and 
to retain entries in a general name index but to restrict access to 
the information and entries to circumstances of “compelling ne- 
cessity.” 

MI. “Reasonable suspicion” is based upon the Supreme Court’s decision 
in the case of Terry v. Ohio, 392 U.S. 1 (1968)) and means specific 
and articulable facts which taken together with rational inferences 
from those facts, give rise to a reasonable suspicion that specified 
activity has occurred, is occurring, or is about to occur. 

N. “Terrorist activities” means acts, or conspiracies, which : (a) are 
violent or dangerous to human life; and (b) violate federal or 
state criminal statutes concernirw assassination. murder. arson. 
bombing, hijacking, or kidnappir;g; and (c) appear intended to: 
or are likelv to have the effect of : 

(1) Substantially disrupting federal, state or local govern- 
ment ; or 

(2) Substantially disrupting interstate or foreign commerce 
between the United States and another country; or 

(3) Directly interfering with the exercise by Bmericans, of 
Constitutional rights protected by the Civil Rights Bet of 1968, or 
by foreigners, of their rights under the 1aFs or treaties of the 
United States. 

0. “Unauthorized entry” means entry unauthorized by the target. 
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